b C U C Suite 410, 900 Howe Street P: 604.660.4700

British Columbia Vancouver, BC Canada V6Z 2N3 TF: 1.800.663.1385
[} Utilities Commission bcuc.com F: 604.660.1102

ORDER NUMBER
R-40-17

IN THE MATTER OF
the Utilities Commission Act, RSBC 1996, Chapter 473

and

British Columbia Mandatory Reliability Standards Program
Updates to the Rules of Procedure for Reliability Standards in British Columbia

BEFORE:
W. M. Everett, QC, Commissioner

on September 1, 2017

ORDER
WHEREAS:

A. The Rules of Procedure for Reliability Standards in British Columbia (BC Rules of Procedure) including
Appendix 1: Registration Manual for BC Mandatory Reliability Standards (Registration Manual), Appendix 2:
Compliance Monitoring Program for BC Mandatory ReliabilityStandards (CMP), and Appendix 3: Penalty
Guidelines for BC Mandatory Reliability Standards (Penalty Guidelines) may be revised from time to time to
align with the evolving British Columbia Mandatory Reliability Standards Program;

B. Pursuantto section 125.2(10) of the Utilities Commission Act (UCA), which provides forthe administration of
adopted reliability standards, the British Columbia Utilities Commission (Commission), by Order G-123-09,
adoptedthe BC Rules of Procedure, including as Appendices 1and 2, respectively, a Registration Manual and
a Compliance Monitoring Program forthe BC MRS Program.

C. The Commission engaged the Western Electricity Coordinating Council asthe Commission’s Administrator to
assistthe Commission in matters of registration and compliance monitoring pursuant to the Administration
Agreement dated October 15,2009 and renewed August 21, 2014;

D. Commission OrderR-34-15, issued June 3, 2015, approved revisionstothe BCRules of Procedure including
revisions to Appendix 1: Registration Manual and Appendix 2: Compliance Monitoring Program and also
approveda new Appendix 3: Penalty Guidelines;

E. Commission OrderR-28-16, dated June 23, 2016, approved revisions to Appendix 3: Penalty Guidelines,and
Commission OrderR-12-17 approved revisionsto the Rules of Procedure and to Appendix 1: Registration
Manual to reflect changes inregistration criteria; and

F. The Commission considers that minor housekeeping and formattingamendments to the BC Rules of
Procedure including the Registration Manual, Compliance Monitoring Program and Penalty Guidelines are
warranted to ensure accuracy and match the Commission’s newvisual identity.
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ORDER R-40-17

NOW THEREFORE pursuantto section 125.2(10) of the Utilities Commission Act the Commission orders as

follows:

1. Revisionstothe BCRulesof Procedure including Appendix 1: Registration Manual, Appendix2: Compliance
Monitoring Program and Appendix 3: Penalty Guidelines are approved inthe form setoutin AttachmentA
to thisorder.

2. TheBC Rulesof Procedure may be revised from time to time to align with the evolving British Columbia
Mandatory ReliabilityStandards Program.

DATED at the City of Vancouver, in the Province of British Columbia, this 1*  day of September 2017.
BY ORDER

Original signed by:

W. M. Everett, QC

Commissioner

Attachments
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1.0 APPLICABILITY OF RULES OF PROCEDURE

Section 125.2(10) of the Utilities Commission Act (UCA) provides that the British Columbia Utilities Commission
(Commission) may make orders providing for the administration of Reliability Standards. The Commission has
developed the Rules of Procedureto facilitate the administration of Reliability Standards. The Rules of
Procedure include the provisions of the Registration Manual, the Compliance Monitoring Program and the
Penalty Guidelines as setforthinthe Appendices attached to the Rules of Procedure, here collectively referred
to as the Rules of Procedure.

Each Entity must comply with the Rules of Procedure. The Commission may amend the Rules of Procedure, from
time to timeinitsdiscretion. The version of the Rules of Procedure currently in force willbe posted on the
Commission website.

The Commission may engage aknowledgeable persontoactas the Administratorto assistthe Commissionin
carrying out the assessment of registration criteriaand administration of Reliability Standards. Any such
Administrator will assist the Commissioninthe mannerdescribed in the Rules of Procedure, subject tothe
Commission’s direction. The Commission, however, remains solely responsible for the administration of
Reliability Standards and may not delegate any decision-making powers. Any such Administrator may develop
further policies, procedures, guides, checklists, or other documents for the efficient administration of Reliability
Standards, ina form consistent with the Rules of Procedure and accepted by the Commission. Any such
Administratorwill make materials relating toits role in the administration of Reliability Standards available
electronically onthe Administrator’s website, with appropriate links from the Commission’s website.

2.0 DEFINITIONS
2.1 General

The terms defined here, alsoincorporated by reference and applicable in the appendices are for the purpose of
interpretingthe Rules of Procedure for Reliability Standards and implementing the Mandatory Reliability
Standards Program in British Columbia (BC) only. The glossary prepared by the North American Electric
Reliability Corporation (NERC) is the guiding document with respect to the definitions usedin the drafting and
interpretation of the Reliability Standards adopted in BC. Terms used in the Rules of Procedure that are not
specifically defined herein have the meanings provided in the NERC Glossary of Terms Used in Reliability
Standards, as adopted by the Commission from time to time, or otherwise havetheircommonly understood
meaningsinthe electricpowerindustry.

2.2 Definitions

Administrator: A knowledgeable party thatthe Commission has appointed to act as Administratorfor the
purposesidentified in the Rules of Procedure and the attached Registration Manual and Compliance Monitoring
Program.
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Alleged Violation: A Possible Violationidentified by an Entity, or by the Administratorinthe course of
compliance monitoring activities undertaken at the direction of the Commission, for which notice has been
giventothe Commission, but which has notyet been confirmed by the Commission (see Confirmed Violation).

Appeal: An appeal froma Commission orderunderthe UCA andincludesanapplication for reconsideration
undersection 99 of the UCA.

Application: A document generally completed by an Entity and submitted to the Administratortoinitiate Entity
Registration orto notify the Administrator of achange in circumstances that may affect the Entity’s registration.
The form of Applicationis developed by the Administratorin accordance with the requirements of the Rules of
Procedure and the Registration Manual, and approved by the Commission.

Attestation: A sworn declaration by an authorized representative of an Entity. The Administrator willmake the
required form of Attestation available electronically.

Audit Guidelines: Guidelines used by the Administratorto guide the conduct of a Compliance Audit, which are in
aform accepted by the Commission.

Audit Report: A report forthe Commission pursuant to section 2.1 of the CMP, prepared by the Administrator’s
Compliance Audit Team, which conveys Information regarding an Entity’s possible compliance ornon-
compliance with Reliability Standards.

BC Find, Fix, Track (FFT) Process: A process described in the Rules of Procedure forassessingand reporting
Possible Violations that appearto the Administratorto pose alesserrisk to the bulk power system and/or Bulk
ElectricSystem.

Bulk Power System: The bulk power system as thatterm is defined by the NERC definition of BPS.

Compliance Monitoring Program (CMP): Appendix 2to these Rules of Procedure for Reliability Standardsin
British Columbia.

Commission: The British Columbia Utilities Commission.
Complaint: An allegation that an Entity has violated a Reliability Standard.

Compliance Audit: A systematicand objective reviewand examination of an Entity’s Information and activities
to evaluate compliance with Reliability Standards.

Compliance Audit Team: Individuals charged by the Administrator with undertakinga Compliance Audit
pursuantto section 2.1 of the CMP. Members of the Compliance Audit Team must: (i) be free of conflicts of

interest; (ii) have signed Confidentiality Agreements; and (iii) have succe ssfully completed auditor training.

Compliance Audit Participants: Entities scheduled to be audited and the Compliance Audit Team members.
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Compliance Contact: A representative of an Entity designated by the Entity as the appropriate individual to
receive notices fromthe Commission orthe Administratorin regard to Reliability Standard matters.

Compliance Date: The date, from which day forward, an Entity must demonstrate compliance with Reliability
Standards, which may be determined by registration, start-up of operations, connection to the grid, orany other
factors as considered by the Commission.

Compliance Investigation Report: A report for the Commission pursuantto section 2.4 of the CMP, prepared by
the Administrator’s Compliance Investigation Team, which conveys Information regarding an Entity’s possible
compliance or non-compliance with Reliability Standards.

Compliance Investigation Team: The Administrator’s staff members charged with undertakinga Compliance
Violation Investigation, pursuant to section 2.4 of the CMP. Members of the Compliance Investigation Team
must: (i) be free of conflicts of interest; (ii) have signed Confidentiality Agreements; and (iii) have success fully
completedtraining applicable to the Compliance Violation Investigation.

Compliance Provisions: The compliance-related provisions that accompany, but do not constitute part of, a
Commission-adopted Reliability Standard. Compliance Provisions adopted by the Commission may differ from
the compliance orenforcement provisions developed by the North American Electric Reliability Corporation
(NERC) or any other standard-making body recognized by the Commission, to accompanying Reliability
Standardsin the United States.

Compliance Violation Investigation: Acomprehensive investigation, which mayinclude an on-sitevisit with
interviews of the Compliance Contactand/orthe appropriate Entity representatives, to determineif a Possible
Violation oran Alleged Violation of a Reliability Standard has occurred.

Confidential Information: (i) Information produced fororcreatedin the course of the registration process or
any compliance monitoring process by an Entity, the Commission, orthe Administrator; (ii) Information thatis
sensitivefrom acommercial or security perspective; or (iii) Restricted Information. Publicinformation developed
or acquired by an Entityis excluded from this definition.

Confidentiality Agreement: A form of Confidentiality Agreementapproved by the Commission that contains
obligations of confidentiality at least as restrictive as those contained in section 6. The Administrator willmake a
form of Confidentiality Agreement available on the Administrator’s Electronic System(s).

Confirmed Violation: An Alleged Violation that has been confirmed by a Commission order. Forthe purpose of
section 109.1 of the UCA, a Confirmed Violation is a contravention of a Reliability Standard adopted by the
Commission.

Days (days): Calendardays unless otherwise specified.

Disclosing Party: Any personin possession of Confidential Information thatis required to be disclosedinthe
course of carrying out responsibilities underthe Rules of Procedure.
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ElectronicSignature: Informationin electronicformthata person has created or adoptedinorderto signa
document.

Electronic System(s): Collectively refers to the Administrator’s electronic datatransfer system, dataretention
systemand the Administrator’s website.

Entity: Any Entity that is required by the UCA and the Registration Manual to comply with Reliability Standards
(replaces Applicable Entity and Registered Entity for ease of reading).

FFT: see BC FFT.

Hearing: A hearing conducted by the Commission underthe UCA.

Implementation Plan: An annual plan describing compliance monitoring activities and schedules for the
upcoming calendaryear, approved by the Commission under section 3.1 of the CMP.

Information: Anyinformation and data, regardless of medium, including modeling, studies, analyses,
documents, procedures, methodologies, operatinginformation and process information.

Mitigation Plan: An action plan developed by an Entity in accordance with the Rules of Procedure to correct a
Possible Violation, Alleged Violation or Confirmed Violation of a Reliability Standard and to preventre-
occurrence.

NERC: The North American Electric Reliability Corporation.

NERC Glossary: The NERC Glossary of Terms Used in Reliability Standards, as adopted by the Commission from
time to time.

Notice of Alleged Violation: Written notice from the Administrator to an Entity of an Alleged Violation, which
complies with the requirements of section 4.3 of the CMP.

Periodic Data Submittal: Data submitted by an Entity pursuantto section 2.6 of the CMP to demonstrate
compliance with Reliability Standards.

Person: Includes acorporation, partnership or other party and any legal representative of a personto whomthe
context can apply according to law.

Personal Information: Personal information subject to protection underthe Freedom of Information and
Protection of Privacy Act, RSBC 1996, chapter 165 including any regulations or directions promulgated
thereunder.

Possible Violation: A possible failure by an Entity to comply with a Reliability Standard thatitis required to
comply with and which may be underinvestigation by the Administrator. Refer to Alleged Violation for process
details.
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Registration: The process employed by the Commission to confirm the function(s) thatapplytoan Entity’s
operations asidentified in section 2.1 of the Registration Manual.

Reliability Standard: A Reliability Standard as defined in section 125.2(1) of the UCA that has been adopted by
the Commission under section 125.2(6) of the UCA for applicationin British Columbia. A Reliability Standard
normally consists of the following components: (i) Introduction; (ii) Requirements; and (iii) Measures. A
Reliability Standard does not include Compliance Provisions.

Remedial Action Directive: A Commission orderrequiring an Entity to address a Possible Violation, Alleged
Violation or Confirmed Violation of Reliability Standards orany othersituation, issued by the Commission when
it determines, after reviewing the recommendation by the Administrator, thatimmediate remedial action is
necessary to protect the reliability of the Bulk Power System.

Remediated FFTIssue: A Possible Violation that has been resolved underthe BCFFT Process.

Required Date: The date giventoan Entityin a notice by which action by the Entityis required. Such date may
be identified by the Commission, orthe Administrator, given the circumstances and the action required of the
Entity. The Commission retains discretion to specify or change a Required Date.

Restricted Information: Information designated by the Commission as being subject to the additional protection
measures identified in section 6.3 of the Rules of Procedure.

Rules of Procedure: These Rules of Procedure, including all Appendices unless context requires otherwise.

Self-Certification: Attestation by an Entity as to its compliance or non-compliance with Reliability Standards that
require Self-Certification as identified for active monitoring in an annual Implementation Plan.

Self-Report: Information prepared by an Entity pursuantto section 2.5 of the CMP identifyinga Possible
Violation of aReliabilityStandard, based onthe Entity’s own assessment, and any actions that were taken or will
be taken to resolve the Possible Violation.

Spot Check: A request made to an Entity pursuantto section 2.3 of the CMP to provide Information to support
the Entity’s Self-Certification, Self-Reporting or Periodic Data Submittal and to assistin the assessment of
whetherthe Entity complies with Reliability Standards. Spot Checks may be random or initiated in response to
events, asdescribedinthe ReliabilityStandards, or by operating problems or system events. Spot Checks may
require an on-site review to complete.

Unscheduled Compliance Audit: A Compliance Auditthatis not identified inan annual Audit Schedule.

UCA: The Utilities Commission Act, RSBC 1996, chapter473 as amended fromtime totime, includingany
regulations ordirections promulgated thereunder.
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3.0 REGISTRATION
3.1 Adoption of the Registration Manual

Registrationis the process employed by the Commission to confirm the function(s)thatapply toan Entity’s
operations, identified in section 2.1 of the Registration Manual.

The registration process will, subject to Commission direction, be governed by the requirements and procedures
setforth inthe Registration Manual, attached as Appendix 1to the Rules of Procedure.

3.2 Who must comply
All Entitiesidentified in the Registration Manual must, unless otherwise ordered by the Commission, registerin
accordance with the Registration Manual.
4.0 COMPLIANCE MONITORING

4.1 Adoption of the Compliance Monitoring Program
The terms of the Compliance Monitoring Program are setoutin Appendix2.

4.2 Who must comply
All Entities must comply with the Compliance Monitoring Program, unless otherwise ordered by the
Commission.
5.0 INFORMATION SUBMITTAL AND RETENTION

5.1 Electronic data preferred
Whenever possibleand practical, information shall be supplied in electronicformat.

5.2 Obligation to provide requested Information

5.2.1 Unlessotherwise ordered by the Commission, Entities must:

1 Comply with requests for Information made by the Commission orthe
Administrator, inthe course of the Commission carrying outits functions under
the Rules of Procedure, by the Required Date.

2. SubmitInformation requested by the Commission orthe Administrator, in the
format requested by the Commission orthe Administrator, subjectto section
5.1 of the Rules of Procedure.

5.2.2 Anyreportor othersubmission of Information by an Entity required by the Rules of
Procedure must be signed by an authorized representative of the Entity. Electronic
Signatures are permitted.
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Process for non-submittal of requested Information

5.3.1 Ifan Entity doesnot provide Information requested under the Rules of Procedure by the

Required Date, the Administrator, will, subjectto section 5.3.2, sequentially execute the
following steps for each instance for which requested Information has notbeen

provided:
Step 1: The Administrator will issue afollow-up notification to the Entity’s
Compliance Contact.
Step 2: The Administrator will issue asecond follow-up notification to the
Entity’s Compliance Contact.
Step 3: The Administrator will issue afollow-up notification to the Entity’s

chief executive officer orequivalent, with copies to the Entity’s
Compliance Contact.

Step 4: If after thirty (30) days following the original Required Date, the
Administrator has notreceived the requested information, the
Commission may issue aformal directiveregarding the submittal of
the information andinitiate afull Compliance Audit (asthattermis
definedinthe Rules of Procedure).

5.3.2 Incarryingout the above steps, the Administrator will afford the Entity areasonable
opportunity toresolve adifficulty in submitting Information.

5.3.3 The Administratorneed notcompleteSteps 2or 3 if the Information requested wasin

preparation fora Compliance Audit (asthattermis definedinthe Rules of Procedure),
due to the potential impacttoan auditschedule.

Retention and disposal of Information

5.4.1 The Administrator musthave arecords managementpolicy that:

1

Providesforaroutine and orderly process for the retention and disposal of
Information obtained from Entities;

At a minimum, conformsto the Information retention requirements specified in
the Compliance Provisions accompanying applicable Reliability Standards; and

RequiresthatInformation generated or received in the course of carrying out
responsibilities underthe Rules of Procedure be retained forthe longer of: (i) six
(6) years; (ii) any retention period specified in the Compliance Provisions
accompanyingapplicable Reliability Standards; or (iii) if the Information is
material tothe resolution of adispute before the Commission, untilthe expiry
of sixty (60) days followingall appeals from the Commission order forwhich the
material may be relevant.

5.4.2  Personal Information is exempt from the above retention requirements and should be
treated as providedin sections 6.3 of the Rules of Procedure, respectively.
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6.0 CONFIDENTIAL AND PERSONAL INFORMATION
6.1 Disclosure of Information

Ownership of Information: Any Information disclosed by a Disclosing Party to the Commission, or the
Administrator, otherthan publicinformation, remains the sole property of the Entity, but subjecttothe
jurisdiction of the Commission.

6.2 Protection of Confidential Information

Filings in a Hearing: All Information submitted to the Commission forthe purposes of aHearing (as that termis
definedinthe Rules of Procedure), will be held in confidence pursuant to the Commission’s Rules of Practice and
Procedure, Part1V (Order G-1-16), as amended from time to time, governing the handling of Confidential
Information filed with the Commission.

6.3 Additional Protection for Restricted Information

6.3.1 Designation of Restricted Information: The Commission may, inits discretion, designate
information as Restricted Information. An Entity, or other persons affected by the
Information, may seek such adetermination from the Commission.

6.3.2 Remains within Canada:Inthe event of adesignation of Information as Restricted
Information, the Disclosing Party and the Commission, or the Administrator, must
ensure thatthe Restricted Information remains within Canada. No such information, in
any format, is permitted to be removed from/transmitted outside Canada without prior
approval in writing from the Commission.

6.3.3  Entity possession: The Disclosing Party may request that Restricted Information remain
inthe possession of a Disclosing Party, and be reviewed by the Commission, orthe
Administrator, onsite, as authorized by the Commission.

6.3.4 Non-disclosure: Restricted Information must not be released publicly. If such
information must be filed with the Commission forany purpose, it must be filedona
confidential basis pursuant tothe Commission’s Rules of Practice and Procedure, Part
IV, or redacted.

6.4 Protection of Personal Information

6.4.1 Personal Information mustbe treated in accordance with the Freedom of Information
and Protection of Privacy Act, RSBC 1996, chapter 165 includingany regulations or
directions promulgated thereunder.

6.4.2 The Administratormust notremove Personal Information from British Columbia, and
Entities are notrequired to provide Personal Information to the Administratorif doing
so would require the Entity to send Personal Information outside of British Columbia.
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7.0 DESIGNATION OF COMPLIANCE CONTACT

7.1

Requirement

7.1.1

7.1.2

7.1.3

8.0 GENERAL

8.1

8.2

Designation: All Entities must designate a Compliance Contact and provide the name of
the Compliance Contact to the Commission and the Administrator viathe
Administrator's dataretention platform (webCDMS), within thirty (30) days of
Registration (asthattermis definedin the Rules of Procedure).

Changein designation: An Entity may change its Compliance Contact upon providing
notice of the change to the Commission and the AdministratorviawebCDMS.

Updated information: The Entity must ensure the contactinformationforthe
Compliance Contactin webCDMS is accurate and up to date.

Commission jurisdiction

8.11

8.1.2

8.1.3

8.1.4

Non-fettering of Commission: Nothingin the Rules of Procedure, including the
appendices, limits the Commission’s powers underthe UCA. The Commission may, atits
discretion, departfrom orrevise the Rules of Procedure,including the appendices.

Commission decisions and orders: The Commission isempowered to reconsider, vary or
rescindits decisions, orders, rules and regulations pursuant to section 99 of the UCA. In

addition, there isaright of appeal to the Court of Appeal of British Columbia, with leave
of a justice of that Court on matters of law or jurisdiction.

Deviations and waivers of the Rules of Procedure: The Commission may, inits discretion,
depart fromor directthe Administratorto depart from the Rules of Procedure or
perform additional steps not specified inthe Rules of Procedure relating to the
administration of Reliability Standards.

Alteration of time limits: The Commission may, atits discretion, extend or abridge any
time limitsincluding Required Dates.

Interpretation Bulletins and disputes

8.2.1

Interpretation Bulletins: The Commission may issue Interpretation Bulletins, providing
additional guidance to Entities and the Administrator, on the properinterpretation of
Reliability Standards, or the Rules of Procedure, including the Appendices.
Interpretation Bulletinsissued by the Commission on the properinterpretation of
Reliability Standards will constitute part of the Compliance Provisions accompanying
Reliability Standards.
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8.2.2 Commission determines all disputes: All disputes regarding the provisions of the Rules of
Procedure, including the appendices, not resolved by the disputing parties will be
determined by the Commission.

8.3 Reasonableness and diligence

8.3.1 Reasonableness of Requests for Information: If an Entity believes thatarequest for
Informationisunreasonable, it should advisethe Commission, orthe Administrator, and
may requestadetermination fromthe Commission.

8.3.2 Diligence: Entities must performtheirrespective obligations under the Rules of
Procedure with reasonablediligence.

8.4 Administrator not an agent

Nothinginthe Rules of Procedure should be construed as creating any agency or partnership between the
Commission and the Administrator, and the Administratorshall not be deemed to be the legal representative of
the Commission forthe purpose of the Rules of Procedure.

9.0 PENALTIES

The Penalty Guidelines contained in Appendix 3, provide Entities with information on the penalty ranges related
to the Violation Risk Factors (VRF) and Violation Severity Levels (VSL) as well as otherfactors the Commission
will considerin determining a penalty amount fora Confirmed Violation of the Reliability Standards.
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1.0 INTRODUCTION

This Registration Manual forms part of the Commission’s Rules of Procedure for Reliability Standards in British
Columbia.

The purpose of Registrationis to confirm the function(s) thatapply to an Entity. Registration by function enables
each Entity to identify the Reliability Standards it must be compliant with and be prepared to demonstrate that
compliance. This Registration Manual sets forth the requirements and process for Registration.

The requirementtoregister began uponthe Commission adopting, by order, the Rules of Procedure and the
appended Registration Manual in 2009. Registration fornew Entities isongoingandis required within thirty (30)
days of the time an Entity begins carrying out one or more of the functions listed in section 2.1. Each Entity will
have an associated Compliance Date, as defined in section 2 of the Rules of Procedure.

Commission: The Commission determines what function(s), if any, an Entity is responsible for. The Commission
or the Administrator may develop further policies, procedures, guides, checklists or other documents necessary
to carry out Registrationin an efficient manner, consistent with the Registration Manual and accepted by the
Commission.

Administrator: The Administrator willmake materials relating to Registration, including Registration forms,
publicly available onits website.

Applicable Entities: Entities identified in section 2.1 must comply with the Registration Manual.
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2.0 REGISTRATION

Section 2.1 describeswhich Entities are candidates for Registration and assighment to the Compliance Registry.

The Commission-adopted Reliability Standards apply to every owner, operatorand userof an element of the
Bulk ElectricSystem (BES), as that termis defined in the NERC Glossary of Terms, as adopted by the Commission
fromtime to time.

2.1 Requirementto Register

Entities are requiredto be registered and comply with Commission-adopted ReliabilityStandards in BCif they
meetthe termsabove, performafunctionlistedin the functionaltypesidentified in Section 2.1.2 of this
documentand are material to the Reliable Operation of the interconnected BES as outlined by the criteria and
notes set forth inthe rest of Section 2.1.

2.1.1  Principles

The Commission will apply the following principles to the Compliance Registry:

1 In orderto carry outits responsibilities related to enforcement of Reliability Standards,the Commission
will make its best effort to identify all owners, users and operators whohave a material impact onthe
BES inorderto develop acompleteand current Compliance Registry list. The Compliance Registry will
be updated as required and maintained on an on-going basis.

2. Entitieslisted inthe Compliance Registry are responsible, and will be monitored, for compliance with
applicable mandatoryReliabilityStandardsin BC and will be subject to the Commission’s Rules of
Procedure forReliabilityStandardsin BC, as well asthe Compliance Monitoring Program and Penalty
Guidelines (Appendices 2and 3 of the Rules of Procedure, respectively).

3.  AnEntitythatis not onthe Compliance Registry, butisidentified subsequently as having a material
impact, will be added to the Compliance Registry. Similarly, an Entity thatis onthe Compliance Registry,
but isidentified subsequentlyas having no material impact, will be removed from the Compliance
Registry as notedin Section 2.1.3.

2.1.2 Criteria

The potential costs and effort of registering every Entity within the scope of “owner, operatorand user of
the BES,” while ignoring their material impact upon reliability, would be disproportionate to the reasonably
anticipatedimprovementinreliability.

The Commission recognizes two principles as key to the Entity selection process. Theseare:
1. Thereneedsto be consistency within North America with respect to which Entities are registered; and

2. Any Entityreasonably deemed material to the reliability of the BES will be registered, irrespective of
otherconsiderations.

Registration Manual for BC Mandatory Reliability Standards — Order R-40-17 Page 2 of 7



APPENDIX 1
ROP for Reliability Standardsin BC

To addressthe second principle, the Commission will, with the assistance of the Administrator, identifyand
registerany Entity the Commission deems material to the reliability of the BES.

In order to promote consistency, the Commission will monitor NERC’s registration criteriaand will update the
following criteria which the Commission will use as the basis for determining whether particular Entities should
be identified as candidates for Registration. All Entitiesmeetingor exceedingthe criteria will be identified as
candidates.

The following subsections discuss the criteriathat will provide guidance regarding an Entity’s Registration
status:

e Application: determinesif the Entityisan owner, operatororuser of the BES and, hence, a candidate for
Entity Registration.

e Functional Types: uses NERC's Glossary of Terms functional type definitions (as adopted by the
Commission from time to time) to provide an initial determination of the functional typesforwhich
the Entities identified inthe Application subsection should be considered for Registration.

e Registration of Distribution Providers: lists the criteriaregarding smaller Entities; these criteria can be
used to forego the Registration of Entities that were selected to be considered for Registration pursuant
to the Application and functional types subsections and, if circumstances change, for laterremoving
Entities from the Compliance Registry that nolonger meet the relevant criteria.

Application

Entities that own, operate or use Elements of the BES, as the termis definedinthe NERC Glossary of Terms
adopted by the Commission from time totime, are (i) owners, operators and users of the BES and (ii) candidates
for Registration.

Note: Elements may be included orexcluded from the BES definition on a case-by-case basis as determined by
the Commission.

Functional Types

Entitiesidentified in the Application subsection above will be categorized as Registration candidates who may be
subjectto Registration under one or more appropriate functional Entity types based on a comparison of the
functions the Entity normally performs against the following function types as defined in the NERC Glossary of
Terms adopted by the Commission from time to time. The responsibilities associated with particularfunctions
are specified by the individual mandatory Reliability Standards in BC.

Function Type Acronym
Balancing Authority BA
Distribution Provider DP
Generator Operator GOP
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Function Type Acronym
GeneratorOwner GO
Planning Authority/Planning Coordinator PA/PC
Reliability Coordinator RC
Resource Planner RP
Transmission Owner TO
Transmission Operator TOP
Transmission Planner TP
Transmission Service Provider TSP

Registration of Distribution Providers

Exceptas providedinthe Notesto the Criteria (Section 2.1.3) below, Entitiesidentified in the functional types
subsection aboveas being subject to Registration as a Distribution Provider should beincluded in the Compliance
Registry forthese functions onlyif they meetany of the criterialisted below:

a. Distribution Provider:

a.l

a.2

a.3

Distribution Provider system serving >75 MW of peak Load that is directly connected
to the BES;" or

Distribution Provideris the responsible Entity that owns, controls or operates
Facilities thatare part of any of the following Protection Systems or programs
designed, installed, and operatedforthe protection of the BES:

e arequired Undervoltage Load Shedding (UVLS) program and/or
e arequiredSpecial ProtectionSystemor Remedial Action Scheme and/or
e arequiredtransmission ProtectionSystem; or

Distribution Provider with field switchingpersonnelidentified as performing unique
tasks associated with the Transmission Operator’s restoration plan that are outside of

theirnormal tasks.

b. Distribution Provider with Underfrequency Load Shedding (UFLS)-Only assets (referred to as “UFLS-Only
Distribution Provider”).

! Ownership, control or operation of UFLS Protection System(s) needed to i mplement a required UFLS Programdesigned for the
protection of the BES does not affect an entity’s eligibility for registration pursuant to subsection Registration of Distrib ution Providers

pointa.l.

2 As used insubsection Registration of Distribution Providers pointa.2, “protection of the Bulk Electric System” means protection to
preventinstability, Cascading, or uncontrolled separation of the BES and not forlocalvoltage issues (UVLS) orlocal line loading
management (Special Protection System) that are demonstrated to be contained within a localarea.
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UFLS-Only Distribution Provider does not meet any of the other registration criteria
ina.l to a.3 above for a Distribution Provider; and

UFLS-Only Distribution Provideristhe responsible Entity that owns, controls or operates
UFLS Protection System(s) needed to implement a required UFLS Program designed
for the protection of the BES.

Reliability Standards in BC that apply to Distribution Providers willnot apply to UFLS-Only Distribution Providers,
unless explicitly stated in the applicability section of these Reliability Standards and in future revisions and/or

versions.

2.1.3 Notestothe Registry Criteria

1. Theabove are general criteriaonly. The CommissionconsideringRegistrationof an Entity not meeting
the criteria(e.g., smallerinsize) may propose Registration of that Entity if the Commission believes and
can reasonably demonstrate’that the Entity is a BES owner, or operates or uses BES assets, and is
material to the reliability of the BES. Similarly, the Commission may exclude an Entity that meetsthe
criteriadescribed above as a candidate for Registrationifit believes thatthe BES owner, operator or user
does not have a material impact onthe reliability of the BES. In order to ensure aconsistentapproach

to assessing materiality, a non-exclusive set of factors (materiality test) for consideration is identified

below; however, only a sub-set of these factors may be applicable to particularfunctional registration
categories:

a.

Is the Entity specifically identified in the emergency operation plans and/or restoration plans of
an associated Reliability Coordinator, Balancing Authority, Generator Operator or Transmission
Operator?

Will intentional or inadvertent removal of an Elementowned or operated by the Entity, ora
common mode failure of two Elements asidentified in the Reliability Standards in BC (for
example, loss of two Elements as aresult of a breaker failure) lead to areliability issue on another
Entity’s system (such as a neighboring Entity’s Element exceeding an applicable rating, or loss of
non-consequential load due to a single contingency)? Conversely, will such contingenciesona
neighboring Entity’s system resultin Reliability Standards issues on the system of the Entity in
guestion?

Can the normal operation, misoperation or malicious use of the Entity’s cyber assets cause a
detrimental impact (e.g., by limitingthe operational alternatives) on the operational reliability
of an associated Balancing Authority, Generator Operator or Transmission Operator?

Can the normal operation, misoperation or malicious use of the Entity’s Protection Systems
(including UFLS, UVLS, Special Protection System, Remedial Action Schemes and other
Protection Systems protecting BES Facilities) cause an adverse impact on the operational
reliability of any associated Balancing Authority, Generator Operator or Transmission Operator,
or the automaticload shedding programs of aPCor TP (UFLS, UVLS)?

* The reasonablenessof anysuch demonstration will be subject to review and remand by the Commissionitself, as applicable.
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2. AnEntity notidentified usingthe criteria, but wishing to be registered, may request thatit be registered.

3. If an Entityis part of a class of Entities excluded based on any of the criteriaabove as individually being
unlikely to have a materialimpacton the reliability of the BES, but thatin aggregate have demonstrated to
have such an impactit may be registered for applicable Reliability Standardsin BC irrespective of other
considerations, in accordance with laws, regulationsand orders of the Commission.

2.2 Registration process

The Registration processisas follows:

1.  AnEntitysubmitsacompleted Application to the Administrator within thirty (30) days of the time the
Entity begins carrying out one or more of the functions listed above.

a. Applicationformsand materials pertinentto Registration are available on the Administrator’s
website with appropriate links from the Commission’s website.

b. Ifthe Commission, orthe Administrator, becomes aware of an Entity’s failure to apply for
Registration, the Commission, or the Administrator, will contact the Entity and provide the
Entity with a specifictime period to submitacompleted Application.

c. Ifan Entityfailstomeetthe deadline, the Administrator may complete the Application onthe
Entity’s behalf and provide acopy of the Applicationtothe Entity.

2. The Administrator will review the Application. The Administrator will inform the Entityif it believes any
of the Information containedin, orsupporting, the Application isinaccurate orincomplete, and may
request corrected oradditional Information ora new Application. The Administrator will then make a

recommendation astowhetherthe Entity should be registered for particular function(s). A copy of the
recommendation will be sentto the Entity and the Commission.

3.  The Entity mayfile with the Commission aresponse to the recommendation within twenty-one (21)
days of the date of the recommendation.

4.  The Commission may consider whether additional process orinformationis required and willthen
determine whether an Entity should be registered for particular function(s).

2.3 Change in circumstances

An Entity must notify the Administratorin writing of any change in circumstances that affects the Entity’s
Registration. Such notification must detail the particularchanges, provide the date of those changesand
describe how those changes affect the Entity’s Registration, and be provided to the Administrator within sixty
(60) days of the change in circumstances. The Administrator will review the change in circumstance and make a
recommendation to the Commission with a copy to the Entity as to whetherthe Entity’s Registration should be
revised. Suchrevisions to Registration could include among otherthings, changesto the functions for which an
Entity isregistered, Entity deregistration, or Entity name change. The Entity may file with the Commission a
response to the recommendation within twenty-one (21) days of the date of the recommendation. The
Commission may consider whether additional process orinformationis required and will then determine the
properRegistration forthe Entity.
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2.4 Maintenance and publication

The Administrator will maintain alist of registered Entities and their respective registered functions. The list will
be available electronically on the Administrator’s website, updated monthly, with appropriate links from the
Commission’s website.

3.0 ASSIGNMENT OF COMPLIANCE RESPONSIBILITY
3.1 Assignmentin writing

An Entity identified as a Distribution Provider, Generator Owner, Generator Operator, Transmission Owner or
Transmission Operator willbe considered to be in compliance with arequirement of a Reliability Standard if the
Entity has, by valid written notice, transferred responsibility for compliance forthat requirement, including
reporting, to another Entity that is registered forthe same function. Compliance responsibility means thatthe
organization assumingresponsibility is responsible for ensuring compliance with a Reliability Standard and that
the organizationisliable for any failure to comply. In order for compliance responsibility to be effectively
transferred, the Entity assuming any responsibility must affirmatively state, in writing, that it accepts such
responsibility from the delegating entity.

3.2 Notice of assighment

Any assignment of responsibility for compliance with a Reliability Standard requires avalid written notice of
assignmentbe senttothe Commission and the Administrator.

The Administrator will review the notice of assignment and submitarecommendation to the Commission for
Registration changes due to the assignment.

33 Notice of assighmentrequirements

The notice of assignment must transferfull responsibilityfor compliance with the requirement(s) or the
function, including reporting, to another Entity thatis registered forthe same function to which the
requirement(s) applies. Assignments must specifically list the responsibility or responsibil ities that are being
transferred, must affirmatively state which Entity is assuming responsibilityfor which requirement or function,
and mustinclude the date compliance responsibilities are transferred. An Entity that has transferred total
compliance responsibility forafunction(s) to another Entity willremain recognized as fulfilling the function(s)
but will be identified as having assigned compliance responsibility forthe function(s)to the other Entity.

3.4 Delegation without assignment

If an Entity delegates atask within a function orfunctions to another Entity without satisfying the requirements
forassignmentinwritingin sections 3.1, the Entity will be considered to have simply delegated a task, and will
continue to be responsibleforcompliance with the applicable standards.
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1.0 INTRODUCTION

The purpose of the Compliance Monitoring Program isto monitorand assess compliance with Reliability
Standards. Thisis accomplished through the nine (9) compliance monitoring processes outlined in secti on 2.0.
Any Possible or Alleged Violation reported by an Entity or identified by the Administratorfollowing acompliance
monitoring process willbe subject tothe violation review process as outlined in section 4.0.

Compliance monitoring will focus on Entities and theirrespective registered function(s). However, the
Commission retains discretion to extend monitoring activities to Entities that have not registered. Forexample,
the Commission may requestinformation from an Entity if itappears the Entity should be registered fora
functionitis not registered for.

2.0 COMPLIANCE MONITORING
2.1 Compliance Audits

The Administrator will perform Compliance Audit activitiesin amanner consistent with the audit schedule as
approvedinthe Implementation Plan. The Administrator may employ Audit Guidelines to facilitate the
Compliance Audit process.

2.1.1  Applicability: All Entities are subject to Compliance Audits for all applicable Reliability
Standards.

2.1.2  Auditcycle: The Administrator will schedule a Compliance Audit of every Entity
registered as a Balancing Authority and/or Transmission Operator every three (3) years,
unless otherwise ordered by the Commission. All other Entities will be subjectto on-site
or off-site Compliance Audits as approved by the Commission.

2.1.3 Notice to Entities: Priorto January 1 of each year, the Administrator will notify Entities
subjectto Compliance Audits during the upcomingyear of: (i) the audit schedules; (ii)
audit methods; and (iii) Information requirements for the Compliance Audit. The
Administrator will give due consideration to any schedule changes requested by Entities
to avoid unnecessary burdens. The Administrator will provide additional Information to
the Compliance Audit Participants, including audit materials, coordinating agendas and
changesto the auditschedule asrequired. Entities will be notified in atimely manner
(normally ninety [90] days in advance) of changes or revisions to their scheduled
Compliance Audit dates. The Administrator will issue a detailed audit notice ninety (90)
days prior to the scheduled Compliance Audit, to inform the Entity of Information
required forthe auditinthe form of a pre-audit questionnaire and will specify the dates
by which the Entity must provide the requested Information, and any specificformat
required.
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2.1.4 Unscheduled Compliance Audit: The Commission may, inits discretion, authorize an
Unscheduled Compliance Audit of any Entity at any time. The Commission may, inits
discretion, direct the scope and content of an Unscheduled Compliance Audit. The
Administrator will provide the Entity with atleastten (10) business days advance notice
of an Unscheduled Compliance Audit. The notice mustidentify the Compliance Audit
Team members and theirrecent employment history, and specify the Information
required forthe audit, includingacompleted pre-audit questionnaire and the dates by
which the Entity must provide the requested Information, and any specificformat.

2.1.5 Compliance Auditscope: A Compliance Auditgenerally encompasses the period of three
years preceding the start of the Compliance Audit and may not go back beyond the
completion date of the Entity’s last Compliance Audit. The Compliance Auditincludes an
audit of compliance with all Reliability Standards applicable to the Entity and listed as
actively monitoredinthe current Implementation Plan. The Commission may request
the Administratorto alterthe scope of the Compliance Audit toinclude specific
Reliability Standards applicable to the Entity. The Administrator may also expand the
scope of the auditin the course of the Compliance Audit wherethe Compliance Audit
Team considersitto be appropriate. If the Compliance Provisions accompanyinga
Reliability Standard do not require retention of Information for the full period of the
Compliance Audit, the Compliance Auditis applicable to the Information retention
period specifiedin the Compliance Provisions accompanying a Reliability Standard.

2.1.6  Process:The process steps for a Compliance Auditare asfollows:

1.  Atleastninety(90) days priorto commencementof ascheduled Compliance
Audit, the Administrator will notify the Entity of the Compliance Audit, identify
the Compliance Audit Team members and theirrecent employment history and
request Information, includingacompleted pre-audit questionnaire.

2.  The Entity may objectto the composition of the Compliance Audit Team. Such
objections must be providedinwritingtothe Administrator, nolaterthan
fifteen (15) days prior to the start of off-site or on-site audit work. This fifteen
(15) day requirement does not apply: (i) wherea Compliance Audit Team
member has been appointed less than twenty (20) days prior to the start of on-
site audit work, in which case the Entity must provide any objections to the
Administrator within five (5) business days afterreceiving notice of the
appointment of the Compliance Audit Team member; or (ii) in the case of an
Unscheduled Compliance Audit, in which case the Entity must provide any
objections to the Administrator, atleast five (5) business days priorto the start
of on-site audit work for the Unscheduled Compliance Audit. The Administrator
will attempttoresolve any dispute over the composition of the Compliance
Audit Teaminformally with the Entity. If the Administrator does not agree with
the objection and cannotresolve the issue informally, the Entity may requesta
determination by the Commission by filingawritten request with the
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Commission no laterthan two (2) days afterreceiving notification fromthe
Administratorthatthe Administrator does not agree with the objection.

3.  Atthetime of the Compliance Audit, the Entity will provide to the Compliance
AuditTeamthe required Informationin the format specified in the request.

4.  The Compliance Audit Team will prepare adraft Compliance Audit Reportand
provide a copy to the Entity within thirty (30) days of completion of the
Compliance Audit.

5.  Afterthe Entity receives acopy of the draft Compliance Audit Report, the Entity
has thirty (30) daysto provide comments on the draft Compliance Audit Report
to the Compliance Audit Team.

6. The Compliance Audit Team will considerthe Entity’s commentsand, if
necessary, make revisions to the draft Compliance Audit Report. Within thirty
(30) days of receivingcomments from the Entity, the Compliance Audit Team
will provide the final Audit Report to the Administrator. The Commission may
consideran extensiontothe timelineuponrequest.

7.  The Administrator will finalize a confidential Compliance Audit Report for the
Commission and the Entity, which should generally take no more than ninety
(90) days from the end of the Compliance Audit.

8. Unlessthe Commission orders otherwise, the Compliance Audit Report will
remain confidential.

9. If the Compliance Audit Reportidentifies a Possible Violation, the Possible
Violation will be reviewed according to the violation review processin section
4.0. If the Administratoridentifies an Alleged Violation, it may, and if directed by
the Commission will, provide the Commission and the Entity with a Notice of
Alleged Violation and the process proceeds as setoutinsection 4.3.

2.1.7 Duration of process: The Compliance Audit process normally concludes with the
issuance of the Compliance Audit Report, within ninety (90) days of the completion of
the on-site or off-site audit work by the Compliance Audit Team, but may take longerif
a Possible Violationisidentified.

2.2 Self-Certification

The Administrator will develop a Self-Certification program within the annual Implementation Plan forapproval
by the Commission. The Self-Certification program will include a Self-Certification reporting schedule and Self-
Certification documentation.

2.2.1  Applicability: All Entities are required to self-certify their compliance with applicable
Reliability Standards at the times specified ina Commission-approved Self-Certification
reporting schedule. The Administrator willimplement and maintain a Self-Certification
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program, including a Self-Certification reporting schedule and required documentation,
to beincludedinthe annual Implementation Plan.

Process: The process steps for Self-Certification process are as follows:

1.  The Commission willapprove aSelf-Certification reporting schedule, which is
part of the annual Implementation Plan and identifies a submittal period for
Self-Certifications each year.

2. Upon approval by the Commission, the Administrator will post the Self-
Certification reporting scheduleonits websiteand provide notice of the Self-
Certification reporting schedule (normally within thirty (30) days) to the Entities.

3. Each Entity will provide Attestation to the Administrator within the timeline set
forth and approved in the Self-Certification submittal period.

4.  The Administratorwill review the Information and may request additional
Information orclarification from each Entity as necessary.

5. If the Self-Certification Process identifies a Possible Violation, the Possible
Violation will be reviewed according to the violation review processin section
4.0.If the Administratoridentifies an Alleged Violation, it will provide the
Commission and the Entity with a Notice of Alleged Violation and the process
proceedsassetoutin section4.3.

Duration of process: The Self-Certification process normally concludes within ninety (90)
days from the time the Entity provides an Attestation, but may take longerif aPossible
Violationisidentified.

Self-Certification implications for future Violations: If a Self-Certification accurately
identifies aviolation of a Reliability Standard, an identification of the same violationina
subsequent Compliance Audit or Spot Check will not give rise to an additional Confirmed
Violation unless the severity of the subsequentviolation is found to be greaterthan
reported by the Entity in the Self-Certification.

2.3 Spot Checks

The Administrator may, and at the direction of the Commission will, conduct Spot Checks.

231

2.3.2

233

Applicability: All Entities are subject to Spot Checks for applicable Reliability Standards.

Scope and purpose of Spot Checks: Spot Checks may be initiated at any time to verify
compliance. An Unscheduled Compliance Audit may be initiated as necessary, pursuant
to section2.1.4.

Process: The process steps for Spot Checks are as follows:
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1.  TheAdministrator will provide twenty (20) days advance notice to the Entity,
with a copy to the Commission, thataSpot Check will be performed. The notice
will provide the reason forthe Spot Check, along with the date the Entityisto
submit or otherwise make any required Information available to the
Administrator. The Entity may object to the composition of the Spot Check
Team. Such objections must be provided in writing to the Administratorassoon
as possible in consideration of the short notice period generally providedin a
Spot Check situation.

2.  TheSpot Check may require an on-site review.

3. The Entity will providerequired Information to the Administratorin the format
specifiedinthe request.

4.  The Administratorwill review the Information and may request the Entity to
provide clarification or additional Information.

5. The Administrator will review, with the Entity, its draft assessment of the
Entity’s compliance, and provide an opportunity for the Entity tocommenton
the draft assessment.

6. The Administrator will completethe assessment of the Entity and provide a
reportto the Commission andthe Entity indicating the results of the Spot Check.

7. If the Spot Check processidentifies a Possible Violation, the Possible Violation
will be reviewed accordingto the violation review processin section 4.0. If the
Administratoridentifies an Alleged Violation it will provide the Commission and
the Entity with a Notice of Alleged Violation and the process proceeds as set out
insection4.3.

8. Unlessthe Commission orders otherwise, the Spot Check Report will remain
confidential.

2.3.4 Duration of process: The Spot Check process normally concludes with the issuance of
the Spot Check Report within ninety (90) days from the time the Entity first provides
Information to the Administrator, but may take longerif aPossible Violationis
identified.

2.4 Compliance Violation Investigations

The Administrator will, with the approval of the Commission, conduct Compliance Violation Investigations. A
Compliance Violation Investigation may alternatively be in the form of a Spot Check or an Unscheduled
Compliance Audit.

2.4.1  Applicability: All Entities are subject to Compliance Violation Investigations for
applicable Reliability Standards.
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2.4.2 Scopeand purpose of Compliance Violation Investigation: The Commission, orthe
Administrator, may initiate a Compliance Violation Investigation atany time inresponse
to a systemdisturbance, Complaint or Possible Violation of a Reliability Standard
identified by any other means. Compliance Violation Investigations are a separate
process from Compliance Audits.

2.4.3  Process:The process stepsfor a Compliance Violation Investigation are as follows:

1. If the Commission, orthe Administrator, is notified orbecomes aware of
circumstancesindicatinga Possible Violation of a Reliability Standard and
considersthata Compliance Violation Investigation is warranted, the
Administrator will notify the Entity of adecision toinitiate aCompliance
Violation Investigation.

2. Once advised of a Compliance Violation Investigation, the Entity will preserve all
Information relevant to the Compliance Violation Investigation.

3.  The Administratorwill request Information from the Entity and provide to the
Entity a list of individuals on the Compliance Investigation Team and theirrecent
employment history. If the Compliance Provisions accompanying a Reliability
Standard do not specify the advance notice period, the request and notification
will be issued with noless than twenty (20) days advance notice.

4. Within ten (10) business days of receiving the notification of a Compliance
Violation Investigation, an Entity subjecttoa Compliance Violation Investigation
may objecttoany member of the Compliance Investigation Team on the
grounds of a conflict of interest or the existence of other circumstances that
couldinterfere with the Compliance Investigation Team member’s impartial
performance of his or herduties. Such objections must be provided in writing to
the Administrator. The Administrator will attempt to resolve any dispute over
the composition of the Compliance Investigation Team informally with the
Entity. If the Administrator does not agree with the objection and cannot
resolve the issue informally, the Entity may requestadetermination by the
Commission by filinga written request with the Commission no laterthan two
(2) days afterreceiving notification from the Administratorthat the
Administrator does not agree with the objection.

5. If necessary, the Compliance Violation Investigation may include an on-site visit
withinterviews of the appropriate personnel and review of Information.

6.  The Entity will providethe required Information to the Compliance Investigation
Team inthe formatas specifiedinthe request.

7.  The Compliance Investigation Team will review Information from the Entity, and
may request additional Information if necessary foracomplete assessment.
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The Compliance Investigation Team will prepare a draft Compliance
Investigation Reportand provide a copy to the Entity within thirty (30) days of
completion of the Compliance Investigation.

Afterthe Entity receives a copy of the draft Compliance Investigation Report,
the Entity has thirty (30) days to provide comments on the draft Compliance
Investigation Reportto the Compliance Investigation Team.

The Compliance Investigation Team will consider the Entity’s comments and, if
necessary, make revisions tothe draft Compliance Investigation Report. Within
thirty (30) days of receivingcomments from the Entity, the Compliance
Investigation Team will provide the final Compliance Investigation Report to the
Administrator. The Commission may consider an extension to the timelineupon
request.

The Administrator will finalize a confidential Compliance Investigation Report
for the Commission and the Entity, which should generally take no more than
one hundred and twenty (120) days from the end of the Compliance
Investigation.

Unlessthe Commission orders otherwise, the Compliance Investigation Report
will remain confidential.

If the Compliance Violation Investigation identifies a Possible Violation, the
Possible Violation will be reviewed according to the violation review processin
section4.0. If the Administratoridentifies an Alleged Violation, it may, and if
directed by the Commission will, providethe Commission and the Entity witha
Notice of Alleged Violation and the process proceeds as set out in section 4.3.

2.4.4  Duration of process: The Compliance Violation Investigation process normally concludes
with the issuance of the Compliance Investigation Report within one hundred and

twenty (120) days from the time notice of the Compliance Violation Investigation, but
may take longerif a Possible Violation is identified.

2.5 Self-Reports

The Administrator will receive and process Self-Reports by Entities.

2.5.1 Applicability: All Entities are encouraged to Self-Report, but are notobligated to do so.

2.5.2 Scopeand purpose of a Self-Report: An Entity is encouraged to Self-ReportaPossible
Violation assoon asit becomes aware of: (i) a Possible Violation of a Reliability
Standard, or (ii) achange in the nature or severity of a previous Confirmed Violation.

2.5.3  Process:The process steps for submitting a Self-Report are as follows:
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1.  The Administrator will make the Self-Report submittal forms available on the
Administrator’s Electronic System(s).

2.  The Entity will providethe Self-Report Information to the Administrator
electronically.

3.  The Administrator will review the Information and may request the Entity to
provide clarification oradditional Information.

4.  The Administratorwill completethe review of the Self-Report, including a
review of any Mitigation Plan, and will notify the Entity of the results.

5. If a Self-ReportidentifiesaPossible Violation, the Possible Violation will be
reviewed accordingto the violation review processin section 4.0. If the
Administratoridentifies an Alleged Violation it will provide the Commission and

the Entity with a Notice of Alleged Violation and the process proceeds as set out
insection4.3.

2.5.4 Duration of process: The Self-Report process normally concludes within ninety (90) days
from the time the Entity first provides Self-Reporting Information, but may take longer if
a Possible Violationisidentified.

2.6 Periodic Data Submittals

The Administrator will implement and maintain the Periodic Data Submittal process as part of the annual
Implementation Plan approved by the Commission.

2.6.1 Applicability: Periodic Data Submittals are required for all Entities with respect to
applicable Reliability Standards.

2.6.2 Scopeandfrequency of Periodic Data Submittals: The timing of Periodic Data Submittals
isdeterminedin accordance with the schedule: (i) stated in the Compliance Provisions
accompanyingthe applicable Reliability Standard; (ii) in the Implementation Plan; or (iii)
as otherwise directed by the Commission.

2.6.3  Process:The process stepsfor Periodic Data Submittals are as follows:

1.  The Commissionwillapprove specificrequirements for Periodic Data Submittals
unlessascheduleisalready specified in the Compliance Provisions
accompanyingthe applicable Reliability Standard.

2. The Administrator will post the current Periodic Data Submittal schedule onits
web site. The Administrator will keep Entities informed of changes and/or
updates by delivering notice to Entities.

3.  The Administratorwill issue arequesttothe Entity fora Periodic Data Submittal
inaccordance withthe Commission-approved schedule for Periodic Data
Submittals, as contained in the annual Implementation Plan. Requests for
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Periodic Data Submittals willbe issued by the Administratorto Entities with at
leastthe minimum advance notice period specified by the applicable Reliability
Standard. If the Compliance Provisions accompanying the applicable Reliability
Standard do not specify an advance notice period, the request will be issued
with no less than twenty (20) days advance notice.

4.  The Entity will providethe requested Information to the Administratorinthe
formatas specifiedinthe request.

5.  The Administrator will review with the Entity the Information and may request
the Entity to provide clarification oradditional Information.

6. The Administratorwill completeits assessment of the Entity for compliance
with the Reliability Standard and will notify the Entity of its assessment.

7. If the Periodic Data Submittal processidentifies a Possible Violation, it will be
reviewed according to the violation review processin section 4.0. If the
Administratoridentifies an Alleged Violation, it will, provide the Commission
and the Entity with a Notice of Alleged Violation and the process proceeds as set
outinsection4.3.

2.6.4 Duration of process: The Periodic Data Submittal process normally concludes withinten
(10) days fromthe time the Entity first provides the Information, but may take longer if
a Possible Violationis identified.

2.7 Remedial Action Directive

2.7.1 The Commission may, initssole discretion, issuea Remedial Action Directive pursuant
to section 72 and section 73 of the UCA to protect the reliability of the Bulk Power
System.

2.7.2 A Remedial Action Directive mayinclude, butis notlimited to, any of the following:
specifying operating or planning criteria, limits or limitations; requiring specificsystem
studies; defining operating practices or guidelines; requiring confirmation of
Information, practices or procedures through inspection testing or other methods;
requiring specifictraining for personnel; requiring development of specificoperating
plans; directingan Entity to develop and comply with a Mitigation Plan; imposing
increased auditing oradditionaltraining requirements; and/or requiring an Entity to
cease an activity that may constitute aviolation of a Reliability Standard.

2.7.3 The Administrator may recommend the Commission issue a Remedial Action Directive
to protectthe reliability of the Bulk Power System from animminent threat. As part of
the recommendation, the Administrator will:

1. Identify Possible, Alleged or Confirmed Violations of Reliability Standard(s)
where appropriate;
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2. Include ananalysis of the need fora Remedial Action Directiveand the
implications of notissuingaRemedial Action Directive;

3. Include ananalysis of the urgency, andin particular why the normal compliance
monitoring processes and a Mitigation Plan are insufficient to address the
Possible Violation, Alleged Violation or Confirmed Violation;

4. Confirmthat, priorto recommendingaRemedial Action Directive, they have
consulted the Reliability Coordinator on behalf of the Entity, to ensure thata
Remedial Action Directive, if directed, would not be in conflict with directives
issued by the Reliability Coordinator;

5. Recommendadeadline for compliance with Reliability Standard(s);

6. Include ananalysis of whetheraRemedial Action Directive obviatesthe need for
a Mitigation Plan; and

7. Provide adraft of the Remedial Action Directive to the Commission with a copy
to the Entity.

If the Entity opposes the RAD, the Commission will hold an expedited hearing.

2.7.4 Followingtheissuance of aRemedial Action Directive by the Commission, the
Administratorshall completethe assessment of the Entity’s compliance with the
Remedial Action Directive. The Administrator shall maintain arecord for each Remedial
Action Directive as perthe record keeping requirements for a Mitigation Plan.

If, based on facts and circumstances, the Administrator observes thatan Entityis not
complying with aRemedial Action Directiveoris notin compliance with the applicable
Reliability Standard(s) following completion of the Remedial Action Directive, the
Administrator shall notify the Commission.

Such notice shall:

i. Identifythe possibledeviation fromthe Remedial Action Directive or Reliability
Standard(s); and

ii.  Include ananalysis of the implications of non-compliance with the Remedial
Action Directive or Reliability Standard(s).

2.8 Complaints

All complaints are to be filed with the Commission. The Commission, orthe Administrator, will conductany
furtherinvestigative activities following receipt of a Complaint.

2.8.1 Applicability: All Entities are subject to the Complaints process forapplicable Reliability
Standards.
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2.8.2 Scopeand purpose of Complaints process: The Commission will review Complaints
allegingviolations of a Reliability Standard.

2.8.3  Process:The process steps for the Complaints process are as follows:

1.  Complainants will submit Complaints to the Commission. The Complaint should
include sufficient Information to enable the Commission to make an assessment
of whetherthe initiation of aCompliance Violation Investigation is warranted.
The Commission may determine notto act on a Complaintif the Complaintis
incomplete and does notinclude sufficient Information.

2. The Commissionwilldeterminebased onareview of the Complaint, and any
otherInformation withinthe Commission’s possession, whethera Compliance
Violation Investigation undersection 2.4is warranted.

3. If the Commission determines thata Compliance Violation Investigationis
warranted, then it will directthe Administratortoinitiate the Compliance
Violation Investigation in accordance with section 2.4.

4. If the Commission determines thata Compliance Violation Investigationis not
warranted, then it will notify the complainant and the Entity that no further
action will be taken.

2.8.4 Duration of process: The Complaints process normally concludes within sixty (60) days
fromthe time a Complaintis submitted tothe Commission, but may take longerif
Compliance Violation Investigation appears warranted.

2.8.5 Confidentiality: Complaints are treated as confidential.
2.9 Reserve Sharing

Proof of Compliance: An Entity will be considered to be in compliance with arequirement of a Reliability
Standard to hold reservesif the Entity has arranged for provision of reserves asa member of a reserve sharing
group that has registered with the Regional Entity. The Commission may require an Entity tofile details of the
reserve sharing arrangement electronically. The Commission may also require confirmation from the
Administrator, by means of information obtained by the Regional Entity through its United States compliance
monitoring activities related tothe reserve sharing group, that the Entity has complied with its reservesharing
obligations undersuchreserve sharingarrangement.

3.0 ANNUALIMPLEMENTATION PLAN AND AUDIT SCHEDULE
3.1 Implementation Plan

3.1.1 Submittal Date: By November 1of each year, the Administrator will proposean
Implementation Plan forthe following calendaryear for Commission approval.
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3.1.2 Scopeand purpose of Implementation Plan:The Implementation Plan will:

1. Identify all Reliability Standards to be actively monitored in accordance with the
monitoring processes outlined in section 2.0during the upcoming calendaryear,
togetherwithaschedule;

2. Identify other Reliability Standards proposed for active monitoring by the
Administrator;

3.  Identifythe methodstobe used by the Administrator forreporting, monitoring,
evaluating and assessing the performance criteria, including the measures, for
each Reliability Standard;

4, Include an annual audit schedule;
5. Include a Self-Certification Schedule; and
6. Identify Periodic Data Submittal requirements.

3.1.3  Publication:Once approved by the Commission, the Implementation Plan will be
available electronically and posted on the Administrator’s website, with appropriate
links from the Commission’s website. Entities will be notified electronically thatthe
Implementation Plan has been posted.

4.0 VIOLATION REVIEW PROCESS
4.1 Initial review

The Administrator will considerall evidence provided in conjunction with a possible noncompliance with a
Reliability Standard and will proceed as follows, unless ordered otherwise by the Commission.

4.1.1 Ifthe Administratorconsidersthatthereisnoevidence to substantiate a Possible
Violation, nofurther process applies and the Administrator will notify the Entity and the
Commission thatthe Possible Violation is dismissed and no furtheractionis required.

4.1.2 Ifthe Administratoridentifies a Possible Violation as one that may be processed under
the BC Find, Fix, Track (FFT) Process, the Administrator willfollow the BC FFT Process
describedinsection 4.2.

4.1.3 Ifthe Administratoridentifies aPossible Violation as one that may not be processed
underthe BC FFT Process, the Administrator will followthe Alleged Violation Processin
section4.3.

4.1.4 Ifa Possible Violation has been identified and considered under one monitoring process,
the Administrator willnot review the same occurrence ifitis subsequently identified as
a Possible Violation underanother monitoring process unless it appears thatsignificant
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additional informationis available. If significant additional information is available, the
scope of a Possible Violation may be expanded.

4.2 BC Find, Fix, Track Process (FFT or FFT Process)

The Commission may approve alterationstothe BC FFT Processif such alterations appearto present material
benefits forfurthering reliability objectives and promoting administrative efficienciesinthe BCMRS Program.
Alterations tothe BCFFT Process may be included in the annual Implementation Plan or otherwise approved by
the Commission.

4.2.1 The Administratorwill performan FFTreview on a Possible Violation before considering
followingthe Alleged Violation process.

4.2.2 Unlessthe Commission ordersthatotherfactorsare to be considered, the
Administratorwill considerthe followingin performingan FFT review:

1.  Theunderlyingfactsand circumstances (i.e., what happened, how, why, where
and when);

2.  ThespecificReliability Standard(s) possibly violated;
3. Whetherthe Entity has mitigated orbegun mitigation of the Possible Violation;

4.  The Administrator's assessment of potentialand actual level of risk to reliability,
including mitigating factors during the period of noncompliance;

5. Information thatthe Administrator may have about the perceived strength of
the Entity’s compliance program, including preventive and corrective processes
and procedures, internal controls and culture of compliance;

6. Information thatthe Administrator may have about the Entity’s compliance
record; and

7. Whetheraggravating factors are present.

4.2.3 The Administratorwill notify the Commission and the Entity in writing thatit will follow
the BC FFT Process. If, within thirty (30) days afterthat notice issent, either: (a) the
Commission directs the Administratorto proceed underany other process, or (b) the
Entity provides awritten requesttothe Administrator, with a copy to the Commission,
requestingthatthe Alleged Violation process be followed instead, then the

Administrator will instead follow the Alleged Violation process or such other processthe
Commission may direct.

4.2.4 Unlessthe Commission orders otherwise, Possible Violations that are processed under
the BC FFT Process will not be processed as Alleged Violations and will not become
Confirmed Violations. A Possible Violation resolved through the BCFFT Process will not
be classified as acontravention underthe UCA and will not attract administrative
penalties. However, the existence of earlier Possible Violations that have beenresolved
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through the BC FFT Process will be part of the Entity’s compliance history that may be
considered by the Commission in determining penalties for other contraventionsforthe
Entity.

Mitigation informationisanimportant consideration of whetheraPossible Violation is
considered forthe BCFFT process. Nonetheless, if a Possible Violation included in the BC
FFT Process has not yet been mitigated, the Entity must submita Mitigation Plantothe
Administrator, oradescription of how the Possible Violation has been mitigated, within
thirty (30) days after the Administrator notifies the Entity thatit will follow the BCFFT
Process. The provisions of section 5.3 dealing with Mitigation Plans are applicable.

In orderfor a Possible Violation to be considered as resolved through the BCFFT
Process, an Entity must provide an Attestation acceptableto the Administrator
describing the remediation work completed.

The Commission willconsideraPossible Violation matter closed when the Administrator
reportsit to the Commission asaRemediated FFT Issue, unless the Commission
provides notice to the Administratorand the Entity at any time that furtherreview will
be required.

The Administrator will reportitems processed as FFTs to the Commission within thirty
(30) days of notifyingan Entity of an FFT.

If at any pointit appearsto the Commission that Remediated FFT Issue status was
achieved onthe basis of a material misrepresentation of facts, the Commission may
directthe Administratorto reprocess the matterasan Alleged Violation. The duration of
the Alleged Violation may be considered to begin with the original start date of what
had been considered to be a Remediated FFTIssue. Particulars of misrepresentation
may be considered by the Commission in determining any sanctions that the
Commission may determineto be applicable.

The Commission may publish status reportsincluding the name of Entities with Possible
Violationsinthe BCFFT Process or Remediated FFT Issues and details of the nature of
the Possible Violations and Remediated FFT Issues, unless disclosure relates to a cyber-
securityincident orwould jeopardize the security of the bulk power system.

If the Administratoridentifies a Possible Violation as not one that the Administrator
would approach as an FFT underthe BC FFT process, the Alleged Violation process
describedin section 4.3would proceed.

4.3 Alleged Violation Process

43.1

Recipients of Notice: A Notice of Alleged Violation required by acompliance monitoring
processoutlinedinsection 2.0will be provided electronically to the Entity’s Compliance
Contact, with a copy to the Commission. A Notice of Alleged Violation will be treated as
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confidentialunless and until the Commission confirms the Alleged Violation and the
Commission considers that disclosure would not relate to a cyber-security incident or
otherwise jeopardize the security of the bulk power system. One Notice of Alleged
Violation may be issued listingone or more Alleged Violation(s).

4.3.2 Scopeand Purpose of Notice: A Notice of Alleged Violation (NOAV) must contain, ata
minimum:

1.  TheReliability Standard(s) and the specificrequirement(s) of the Reliability
Standard(s) that are the subject matter of the Alleged Violation(s);

2.  Thedate or datesthe Alleged Violation(s) occurred (oris occurring);

3. The facts and evidence that allegedly demonstrate or constitute the Alleged
Violation(s). The Administrator may provide the description of the factsand
evidence of the Alleged Violation to the Entity forreview before the NOAVis
issued;

4, Reference VRFand VSLfactors relevant to the circumstances of the Alleged
Violation;

5. The Administrator’s risk assessment based on the facts and evidence;

6. A proposed penaltyamount, if any, which references the base penalty range for
the potential contravention underthe BC penalty matrix; and

7.  Adetailedreminderof: (i) the Entity’s rights and obligations pursuant to section
4.4, and (ii) the rightunder section 5.1.2 to file a Mitigation Plan while
contestingan Alleged Violation.

4.4 Entity Response

4.4.1 Time for response: The Entity has thirty (30) daysto respondtoa Notice of Alleged
Violation. Responses are to be submitted tothe Administrator. If the Entity fails to
respond within thirty (30) days, the Commission may consider the Alleged Violation(s) in
the absence of a submission from the Entity.

4.4.2  Entity options forresponse:The Entity has three optionsinrespondingto a Notice of
Alleged Violation:

1. TheEntity mayagree withthe Alleged Violation(s) and make no submission on
the proposed penalty amount, and agree to submitand implement a Mitigation
Planto correct the Alleged Violation(s) and related underlying cause(s), in
accordance with section 5.0 (Option 1); or

2. TheEntity may agree with the Alleged Violation(s) and make a submission on
pointsrelevanttothe proposed penaltyamount, provide an explanation of its
position, andinclude any supportinginformation (Option 2); or
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3.  The Entity may contest the Alleged Violation(s) and make a submission on
pointsrelevantto the dispute, provide an explanation of its position and include
any supportinginformation (Option 3).

4.4.3 Ifthe Entity elects Option 1, the Commission will issue an order confirming the Alleged
Violation(s) and follow the penalty process approved by the Commission for
determination regarding the proposed penalty amount.

4.4.4 Ifthe Entity elects Option 2, the Commission will reviewthe explanation of the Entity’s
position regarding the proposed penalty amount andissue an order confirming the
Alleged Violations(s) and make a determination regarding the proposed penalty
amount.

4.4.5 Ifthe Entity elects Option 3, the Administrator will review the explanation of the Entity’s
position, and

1 Ifthe Administratoragrees with ordoes not object to the Entity’s position on
some or all of the contested violation(s), within sixty (60) days of receiving the
response to the Notice of Alleged Violation, the Administrator will withdraw the
original Notice of Alleged Violation and may issue a Revised Notice of Alleged
Violation, or

2. Ifthe Administratordisagrees with orobjectstothe Entity’s position on all of
the contested violation(s), the Administrator will, within sixty (60) days, issue a
lettertothe Commission and the Entity affirming the Notice of Alleged
Violation.

4.4.6 The Entity hasthirty (30) days to respondtothe Revised Notice of Alleged Violation.
Responses are to be submitted to the Commission and the Administrator. If the Entity
fails torespond within thirty (30) days, the Commission may considerthe Alleged
Violation(s) inthe absence of asubmission from the Entity.

1 Ifthe Entity agrees with the Revised Notice of Alleged Violation and agrees to
submitand implement a Mitigation Plan to correct the Alleged Violation(s) and
related underlying cause(s) in accordance with section 5.0, the Commission will
issue an Order confirmingthe Alleged Violation(s).

2. Where the Entity contests the Revised Notice of Alleged Violation, it may
provide the Administrator with an explanation of its position and any supporting
documentation.

3. If the Entity contests the Revised Notice of Alleged Violation, orthe
Administrator affirms the Notice of Alleged Violation, the Commission will hold
a Hearing.
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5.1 Requirement for submittal of Mitigation Plans

The Commission strongly encourages Entities to thoroughly and swiftly mitigate any possible noncompliance
with a Reliability Standard as soon as such has beenidentified and reminds Entities that Mitigation information
isan important consideration of whethera Possible Violation is considered forthe BCFFT process or not.

5.1.1 Confirmed Violation: An Entity found to be in Confirmed Violation of a Reliability

Standard must prepare: (i) a Mitigation Plan to correct the Confirmed Violation, or (ii) a
description of how the Confirmed Violation has been mitigated.

5.1.2 Possibleor Alleged Violation: An Entity may electto prepare a Mitigation Planfora
Possible Violation or while contesting an Alleged Violation. Mitigation Informationisan
important consideration of whetheraPossible Violation is considered forthe BCFFT
process or not and the preparation, submission orimplementation of a Mitigation Plan

isnot an admission of the Alleged Violation.

5.1.3 Upon recommendation by the Administrator, the Commission may accept a Mitigation

Planfor a Possible, Alleged or Confirmed Violation.

5.2 Contents of Mitigation Plans

5.2.1 A Mitigation Plan mustinclude the following Information:

1

The Entity’s point of contact for the Mitigation Plan, who must be a person: (i)
responsible forfilingthe Mitigation Plan, (ii) technically knowledgeable
regarding the Mitigation Plan, and (iii) authorized and competent to respond to
guestions regarding the status of the Mitigation Plan.

The Possible, Alleged or Confirmed Violation(s) of Reliability Standard(s) the
Mitigation Plan will correct.

The cause of the Possible, Alleged or Confirmed Violation(s).

The Entity’s action planto correct the Possible, Alleged or Confirmed
Violation(s).

The Entity’saction planto preventrecurrence of the Possible, Alleged or
Confirmed Violation(s).

The anticipated impact of the Mitigation Plan on the Bulk Power System
reliability and an action plan to mitigate any increasedrisk to the reliability of
the Bulk Power System while the Mitigation Planis beingimplemented.

A timetable for completion of the Mitigation Planincluding the proposed
completion date by which the Mitigation Plan will be fullyimplemented and the
Possible, Alleged or Confirmed Violation(s) corrected.
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8. Implementation milestones no more than ninety (90) days apart for Mitigation
Plans with expected completion dates more than ninety (90) days from the date
of submittal.

9.  AnyotherInformationasdirected by the Commission.
5.2.2 The Mitigation Plan must be signed by an authorized representative of the Entity.
5.3 Time for filing of Mitigation Plans

5.3.1 Possible or Alleged Violation: A Mitigation Plan with respectto a Possible or Alleged
Violation may be submitted atany time and must be submitted within thirty (30) days
afterthe Administrator notifies the Entity thatit will follow the BCFFT Process. A
Mitigation Plan fora Possible Violationinthe FFT process generally requires the
expected completion be within three months of submittal. Specific Reliability Standards
that the Commission approves to warranta longer mitigation period inthe FFT process
will be listed in the annual Implementation Plan.

5.3.2  Confirmed Violation: A Mitigation Planinrespect to a Confirmed Violation must be
submitted by the Entity within ten (10) days following confirmation by the Commi ssion.

5.4 Time for completion of Mitigation Plans

In all cases, the Mitigation Plan should be completed without delay. In any event, the Mitigation Plan must be
completedintime to have a reasonable possibility to correct all of the Possible, Alleged or Confirmed
Violation(s) prior to the next Compliance Audit, Self-Certification, Self-Report or Periodic Review, whichever
comesfirst. At the request of the Entity, the Commission may extend the Mitigation Plan completion deadline.
In reachingits decision regarding whetherto grantthe extension, the Commission may considerfactors such as:
(i) the length of time before the nextassessment period (i.e., event driven or monthly assessments), (ii)
construction requirements in the Mitigation Plan that extend beyond the next assessment period, or (iii) other

extenuating circumstances.

5.5 Revised Mitigation Plans
The Commission orthe Administrator may, atany time, request the Entity to submita revised Mitigation Plan to
replace a Mitigation Plan already accepted by the Commission for any of the following reasons:
1. AnExtensiontothe Mitigation Planrequires the inclusion of additional milestones.

2. Evidence suggests the scope of an accepted Mitigation Plan must be expanded toincludegreaterscope
of mitigation to fully mitigate the Possible, Alleged or Confirmed Violation(s).

3.  Anyotherreasonas deemed appropriate by the Administrator orthe Commission.
5.6 Subsequent Alleged Violations of similar nature

5.6.1 SubsequentAlleged Violations of asimilarnature tothe subject matter of an accepted
Mitigation Plan arising during the period of time the accepted Mitigation Planis being
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implemented willbe recorded and reported to the Commission by the Administratoras
Alleged Violations. However, the Commission may, inits discretion, decide not to
confirmthe Alleged Violations as Confirmed Violations.

Subsequent Alleged Violations of asimilar nature to the initial Alleged Violation may not
be heldin abeyance if: (i) the Entity has not yet submitted a Mitigation Plan, or (ii) the
Entity has submitted a Mitigation Plan butitis rejected by the Commission.

5.7 Process for receiving Mitigation Plans

57.1

5.7.2

5.7.3

5.7.4

5.7.5

5.7.6

5.7.7

Mitigation Plans are submitted by the Entity to the Administrator.

The Administrator will completeits review of the Mitigation Plan, and willadvise the
Entity whetheritagreesordisagrees with the Mitigation Plan, within thirty (30) days of
receipt. If the Administrator disagrees with the Mitigation Plan, detailed reasons forits
disagreement willbe provided to the Entity.

If the Administratoragrees with the Mitigation Plan, it will promptly forward the
Mitigation Plan to the Commission, accompanied by arecommendation of acceptance.

Ifthe Administrator disagrees with the Mitigation Plan, the Entity can, at its option,
either: (i) apply tothe Commission for acceptance of its Mitigation Plan, or (ii) submita
new version of the Mitigation Plan to the Administrator. The Administrator will notify
the Entity within thirty (30) days afterreceipt of the subsequentversion of Mitigation
Plan whetherthe Administrator agrees or disagrees with the revisions.

Ifthe Administratordisagrees with the Entity’s new version of the Mitigation Plan, the
Entity can, atits option, either: (i) apply to the Commission foracceptance of its
Mitigation Plan, or (ii) submit further changes to its Mitigation Plan within thirty (30)
days. The Administrator will notify the Entity within thirty (30) days afterreceiptofa
furtherversion of Mitigation Plan whetherthe Administrator agrees ordisagrees with
the latestversion.

If the Administratorstill disagrees with the Mitigation Plan, the Entity must promptly
apply to the Commission foracceptance of its Mitigation Plan. The Administrator will
advise the Commission of its reasons for disagreeing with the Mitigation Plan.

Followingreceipt of the application foracceptance of the Mitigation Plan and the
Administrator’s reasons for disagreeing with the Mitigation Plan, the Commission will
hold a Hearing.

5.8 Completion/Confirmation of Implementation of Mitigation Plans

581

The Entity must provide updates atleast every ninety (90) days to the Administrator on
the progress of the Mitigation Plan. The Administrator willtrack the Mitigation Planto
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completion and may conduct on-site visits and review status during audits to monitor
Mitigation Plan implementation.

Upon completingimplementation of the Mitigation Plan, the Entity must provide
Attestation to the Administratorthat all required actions described in the Mitigation
Plan have been completed and mustinclude Information sufficient to verify completion.
The Administrator will completeits review of the Attestation within 180 days of receipt
of the Attestation, and will atthat time advise the Entity whether it agrees ordisagrees
with the Attestation. If the Administrator disagrees with the Attestation, detailed
reasonsforits disagreement will be provided to the Entity.

The Commission orthe Administrator may conduct Spot Checks or Compliance Auditsin
accordance with section 2.0 to verify thatall required actionsinthe Mitigation Plan
have beencompleted.

Ifthe Administratoragrees with the Attestation, it willpromptly forward a
recommendation of acceptance of Attestation of Mitigation Plan Completion to the
Commission.

In the eventall required actions in the Mitigation Plan are not completed within the
applicable deadline, the Administrator will report to the Commission any additional
Alleged Violation(s) of the Reliability Standard that was the subject of the Mitigation
Plan that occurred since the Commission approved the Mitigation Plan.

If, at any point, the Administrator observesthata Mitigation Plan accepted by the
Commissionis no longersufficientto bring the Entity into compliance with the Possible,
Alleged or Confirmed Violation in question within the time period indicated by the
proposed completion date, the Administrator may request the entity to prepare and
submita Revised Mitigation Plan.

The Entity and the Administrator have 180 days from the Entity’s submission of
Attestation described in section 5.8.2 to the recommendation of acceptance of the
Attestation of Mitigation Plan completion. The Commission may consider an extension
to the timeline upon request.

5.9 Recordkeeping

Information meeting the definitions of Confidential Information or Personal Information in the Rules of
Procedure must be handledin accordance with section 6 of the Rules of Procedure.
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6.0 DOCUMENT PRODUCTION BY THE ADMINISTRATOR
6.1 Documents to be produced

If the Commission conducts a Hearing with respectto an Alleged Violation of a Reliability Standard, the
Administrator will make available forinspection and copying by the Entity, all Information relevant to the
Alleged Violations and prepared or obtained in connection with the processthatled tothe initiation of a
Hearing, with the exception of the Information described in section 6.2.

6.2 Documents that may be withheld

The Commission, and the Administrator, are notrequired to disclose to an Entity any portion of a document that
contains privileged legal advice.
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1.0 INTRODUCTION

The Penalty Guidelines for BC Mandatory Reliability Standards (Penalty Guidelines) provide Entities information
on the criteriaand process the Commission will use to determinea penalty amountfora Confirmed Violation of
a Reliability Standard underthe authority of part 8.1 of the Utilities Commission Act (UCA). The Commission will
issue a Notice of Penalty once it has made its determination with respect to a Confirmed Violation and the
penalty process has been concluded.

Definitions incorporated by reference

The definitionsin section 2 of the Rules of Procedure are incorporated into the Penalty Guidelines by reference.
Othertermsused, but not specifically defined in the Rules of Procedure, are defined inthe NERC Glossary of
Terms Used in Reliability Standards, as adopted by the Commission from time to time, or otherwise have their
commonly understood meaningsin the electricpowerindustry.

2.0 BASIC PRINCIPLES

The following basicprinciples will be adhered to when determining a penalty amount.

2.1 Application of the Utilities Commission Act

Pursuantto section 109.1(4) of the UCA, the Commission may not find thata person has contravened a
provision of the UCA, regulations, Commission order, standard orrule, or a Reliability Standard if the person
exercised due diligence to prevent the contravention, orthe person’s actions or omissions relevant to the
provision were the result of an officially induced error, orif an act or omission was reasonably necessary to
comply withthe Workers Compensation Act orits regulations.

Pursuantto section 109.2 of the UCA, if the Commission finds thata person has contravened a provision of a
Reliability Standard, the Commission may impose an administrative penaltyinanamount up to the prescribed
limitsetinthe Administrative Penalties Regulation. The Administrative Penalties Regulation establishes limits for
administrative penalties for contravention of a Reliability Standard —up to $1,000,000 per day fora corporation
and $100,000 perday for a director, officer oragentof a corporation that contravenes a Reliability Standard.

Pursuantto section 109.8(1) of the UCA, the time limit for giving notice undersection 109.3 imposing an
administrative penaltyis 2years afterthe date on which the act or omission alleged to constitute the
contravention first came to the attention of the chair of the Commission. The date thata NOAVisissuedtoan
Entity with copy to the Commissionis considered the date the act or omission alleged to constitute the
contravention first came to the attention of the chair of the Commission.

2.2 Penalties for Confirmed Violations

A Confirmed Violation, defined in the BCRules of Procedure as an Alleged Violation that has been confirmed by
a Commission Order, constitutes a contravention of a Reliability Standard. The processes set outin section 4.4 of
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the CMP provide opportunity forapersonto be heard before the Commission determines a Confirmed
Violation. The Commission would not consider a possible administrative penalty untilaftera contravention has
been determined by Commission Orderto be a Confirmed Violation.

2.3 Violation Risk Factors and Violation Severity Levels

The NERC Violation Risk Factors (VRF) and Violation Severity Levels (VSL) that accompany the Reliability
Standards adoptedin BC will be used as Compliance Provisionsin the BCMRS Programto considerthe base
penalty range. However, VRF and VSLare not the only factors that the Commission may considerin assessinga
proposed penalty amount.

The VRF and VSLmatrices associated with the Reliability Standards approved in BCwill be available
electronically.

2.4 BC penalty matrices

The BC penalty matrices provided below list base penalty ranges for combinations of NERC VRF and VSL. There
are two BC penalty matrices, one for corporations (Table 1) and one for a director, officeroragentof a
corporation (Table 2). The amountsin both tables were approved by Commission Order R-34-15and the
maximum limit of $1,000,000 is as specified in the UCA section 106(4).

Table 1: BC Penalty Matrix for a Corporation®

Violation Severity Level
. . Lower Moderate High Severe
Violation — — — —
. Range Limits Range Limits Range Limits Range Limits
Risk Factor - - - -
Low High Low High Low High Low High
Lower S0 $3,000 o) $7,500 S0 $15,000 S0 $25,000
Medium S0 $30,000 S0 $100,000 S0 $200,000 S0 $335,000
High S0 $125,000 S0 $300,000 S0 $625,000 S0 $1,000,000

* Amounts may be imposed for each day the contravention continues, per Utilities Commission Act, RSBC 1996, Chapter
473, section 109.2(2).
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Table 2: BC Penalty Matrix for a Director, Officer or Agent of a Corporation®

Violation Severity Level
. . Lower Moderate High Severe
Violation — — — —
. Range Limits Range Limits Range Limits Range Limits
Risk Factor - - - -
Low High Low High Low High Low High
Lower S0 $300 SO $750 SO $1,500 SO $2,500
Medium SO $3,000 S0 $10,000 SO $20,000 S0 $33,500
High SO $12,500 S0 $30,000 SO $62,500 S0 $100,000

2.5 Administrator’s identification of base penalty range and assessment of proposed penalty
amount

2.5.1 Base penaltyrange

Upon applyingthe NERC Sanction Guidelines to the facts and circumstances of the Alleged Violation under
consideration, and in consideration of the BC penalty matrices noted in Table 1and Table 2 above, the
Administrator will identify inthe NOAV, the base penalty range that represents the seriousness of the violation.

2.5.2 Proposed penaltyamount

The Administrator will considervarious factorsinits review of aPossible or Alleged Violation. These factors
include butare not limited to:

Violation Risk Factor;

Violation Severity Level;

risk to the reliability of the Bulk ElectricSystem, including the seriousness of the violation;
Violation Time Horizon;

the violation’s duration;

the Registered Entity’s compliance history;

the Registered Entity’s self-reports and voluntary corrective action;

©® N U A WDNE

the degree and quality of cooperation by the Registered Entity in an audit or investigation process, and
inany remedial action;
9. thequality of the Registered Entity’s compliance program;
10. any attempt by the Registered Entity to conceal the violation orany related information;
11. whetherthe violation was intentional; and
12. any otherrelevantinformation or extenuating circumstances.

> Amounts may be imposed for each day the contravention continues, per Utilities Commission Act, RSBC 1996, Chapter
473, section 109.2(2).
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After consideration of all relevant factors listed above, the Administrator will recommend a proposed penalty
amount withinthe base penalty range ensuringthat the proposed penalty amountis commensurate with a
similarsituationinotherregions of the Western Interconnection. The Administrator will identify inthe NOAV,
the proposed penalty amountthatrepresents the seriousness of the violation.

3.0 DETERMINATION OF PENALTY AMOUNT

3.1 General considerations

In considering appropriate penalties, the Commission will be guided by the general considerations below:

1. Theassessmentof penaltiesshall bearareasonable relation to the seriousness of the violation while
alsoreflecting consideration of the other factors specified in these Penalty Guidelines.

2. Where an Entityisregistered forseveral functions, a penalty will be asse ssed against the Entity, not
against each function performed by the Entity.

3. Multiple violations fora single act or commonincident would generally resultin asingle aggregate
penalty, atleastas large as what would be appropriate forthe most serious of the individual violations.

4, In unique extenuating circumstances, such as significant natural disasters, penalties may be significantly
reduced or eliminated.

5. Entities responsible for complying with Reliability Standards should not find it attractive to mak e
economic choices that cause or risk violations to Reliability Standards, or cause orrisk incidents resulting
fromviolations.

6. Penalties may be assessed on a “per day, per violation” basis unless alternative frequency ordurationis
determinedto be more appropriate.

7. Some standards may not supportthe assessment of penalties on a “per day, perviolation” basis, and
instead penalties may be appropriately considered based on an alternative time period ortime span as
appropriate forthe standard violated.

8. Multiple penalties may be assessed wherethere are anumber of acts or incidents that resultin multiple
violationsinone time period.

9.  Whereaviolationisfound by assessment atthe end of a period but may have occurred earlierin the
period, anappropriate penalty may be larger, particularly if the Entity did not take appropriate steps to
self-monitor for potential breaches that could be severe.

10. Periodically monitored discrete violation —if a discrete event occurs andis not remedied on the date of
occurrence, a contravention may be considered to have occurred on the day of firstinstance and each
day thereafteruntil the contraventionis corrected and broughtinto compliance; penalties may be
assessed foreach day andin differentamounts foreach day.
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11. Anythingelse the Commission considersto be relevant, including:

a. Long-termhorizonallowingfortime toaddressthe risk before harm results (a potential
mitigating factor). A penalty foraviolation that could be mitigated overalonger period of time
may be lowerthanif there was no time to mitigate because the violation took place in real -time;

b. Whetherthe violation was concealed;
c. Apparentstrength of an Entity’sinternal compliance program; or

d. Specifictechnical factorsrelevantto BC(if any).

The discussion of possible factors for consideration cannot be exhaustive. Otheraspects of factors or situations,
and other considerations not described here, may be considered in determining an appropriate administrative
penalty based onthe Commission’s assessment of the circumstances of individual situations.

Based on the circumstances, itis also possible forthe Commission to determine that an administrative penalty is
not appropriate, despite the finding of a contravention.

3.2 Specific considerations including Aggravating and Mitigating Factors

In accordance with section 109.2 of the UCA, and before determining whether an administrative penalty for
contravention of a provision of a Reliability Standard is warranted and the penalty amountis determined, the
Commission must consider:

1. Previous contraventions, administrative penalties and orders;
2. Gravity and magnitude of contravention;

3. Extent of harm to othersand/orimmediacy of potentialharm (a potential aggravating factorto the
extentthere may be limited timeto address arisk before harm results);

4, Whether contravention was repeated or continuous;

5. Whethercontravention was deliberate;

6.  Anyactual or potential economic benefit derived from the contravention;

7.  Voluntary effortsand corrective actionto preventand correct the contravention;
8.  Costof compliance with the provisions contravened;

9. Whetherthe contravention was self-reported;
10. Degree and quality of cooperation duringinvestigation and mitigation; and

11. Any undue hardship an administrative penalty may present foran Entity (to the extent this may be
established by an Entity).

The Commission may also considerthe factors above as potentially aggravating or mitigating factors when
determiningthe magnitude of the penalty within the base penalty range. The presence orabsence of these
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factors may suggest that a higheror lower penalty could be appropriatein particularsituations. Individual
factors may be aggravatingin one circumstance and mitigatingin another.

3.3 Determination of non-monetary penalties

The imposition of penaltiesis not limited to monetary penalties. Non-monetary sanctions may be applied with
the objective of promoting reliability and compliance with the Mandatory Reliability Standards. Non-monetary
sanctions may include issuing Remedial Action Directives, limiting activities, functions or operations or requiring
an Entity to increase its frequency of compliance reporting.

The Commission may impose non-monetary penalties eitherin lieu of orin addition to a monetary penalty for
the same violation, aslongas the aggregate penalty bearsareasonable relation to the seriousness of the
violation and otherrelevant factors.

4.0 PENALTY PROCESS

1. A proposedpenaltyamountforanAlleged Violation willbe included in the Notice of Alleged Violation.

2. The Administrator will provide the Commission and the Entity with an assessment of the applicable VRF
and VSLfor the Alleged Violation and identify the base penalty range associated with the VRFand VSLin
the applicable BC Penalty Matrix.

3. The Administratorwill provide arisk assessmentin written notes articulating the Administrator’s
description of the specificsituation, including consideration of all relevantinformation as notedin
section 3.2.

4.  The Administratorwill recommend a proposed penalty amount within the base penalty range and
ensure thatthe proposed penalty amountis commensuratewith asimilarsituationin otherregions of
the Western Interconnection.

5.  The Administrator must provide the information containedin section 4( 1), 4(2), 4(3) and 4(4) above to
the Entity with the Notice of Alleged Violation.

6. The Entity hasthe opportunity to respond to the proposed penalty amount as outlined in section 4.4 of
the CMP, within thirty (30) days.

7. No penalty willbe considered unless or until an Alleged Violation becomes a Confirmed Violation by
Commission order.

8. If an Alleged Violationis confirmed following a hearing as persection 4.4.6.3 of the CMP, the Entity has
the opportunity torespondtothe Administrator’s proposed penalty amount within thirty (30) days of
confirmation.

9.  Afterconsideringthe availableinformation, including recommendations from the Administratorand
feedback fromthe Entity, the Commission may, but would not be required to, request additional
information fromthe Entity, Administrator or others. Any additional information provided to the
Commission must be made available to the Entity for theirreview and comment beforethe Notice of
Penaltyis made.
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10. The Commission retains full discretion to deviate from the matrix ranges atany time, up to the
maximum limits provided in the Administrative Penalty Regulation. Wherethe Commission findsit
appropriate to deviate from the base penalty range it shall advise the Entity of the proposed penalty
amount withreasons why thisis appropriate and allow the Entity 30 days to respond.

11. Different penalties may apply in what may appearto be similar circumstances, as no situations are
completelyidentical and the Commission has full discretion at all timesinits determination of
appropriate administrative penaltiesin each case.

12. When the Commissionis satisfied that it has appropriate information to make its determination, it
would ordera Notice of Penalty, which may or may notinclude non-monetary sanctions, orissue a
notice to the Entity advising that no penalty will be assessed. Pursuant to section 109.3 of the UCA, the
Notice of Penalty will specify:

a. the Commission’s decisiontoimpose apenalty with reasons;
b. the name or corporationthat is the recipient of the penalty;
c. thecontravention;

d. theamountof the penalty,ifany;

e. thedate by whichthe penalty, if any, must be paid (within thirty (30) days of issuance of Notice
of Penalty) and the consequences of not paying;

f. theperson’srightto applyforreconsideration undersection 99 of the UCA or to appeal under
section 101 of the UCA,;

g. anaddressto whicharequestforareconsideration undersection 99 may be sent; and

h. the Commission may make publicthe recipient of a penalty, the contravention and the reasons
forandamount of penalty.

13. The Commission may treat as confidential any Notice of Penaltyordisclosures relating to cyber-security
incidents orotherincidents which could otherwise jeopardize the security of the bulk power system.

14. The Notice of Penaltyis generallyissued within sixty (60) days following the Entity’s responseto the
proposed penalty amount. If the entity does make asubmission on the proposed penalty amount, the
Commission may issue a Notice of Penalty within ninety (90) days of the date of the Notice of Alleged
Violation. The Notice of Penaltyisto be served by registered mail.

15. The Entity must pay the penalty as directed in the Notice of Penalty within thirty (30) days. If the Entity
appliesforreconsideration, the penalty, if confirmed, is payable thirty (30) days afterthe appeal has
beenwaived oranappeal decision has beenrendered.
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	2.3.2 Scope and purpose of Spot Checks: Spot Checks may be initiated at any time to verify compliance. An Unscheduled Compliance Audit may be initiated as necessary, pursuant to section 2.1.4.
	2.3.3 Process: The process steps for Spot Checks are as follows:
	2.3.4 Duration of process: The Spot Check process normally concludes with the issuance of the Spot Check Report within ninety (90) days from the time the Entity first provides Information to the Administrator, but may take longer if a Possible Violati...

	2.4 Compliance Violation Investigations
	2.4.1 Applicability: All Entities are subject to Compliance Violation Investigations for applicable Reliability Standards.
	2.4.2 Scope and purpose of Compliance Violation Investigation: The Commission, or the Administrator, may initiate a Compliance Violation Investigation at any time in response to a system disturbance, Complaint or Possible Violation of a Reliability St...
	2.4.3 Process: The process steps for a Compliance Violation Investigation are as follows:
	2.4.4 Duration of process: The Compliance Violation Investigation process normally concludes with the issuance of the Compliance Investigation Report within one hundred and twenty (120) days from the time notice of the Compliance Violation Investigati...

	2.5 Self-Reports
	2.5.1 Applicability: All Entities are encouraged to Self-Report, but are not obligated to do so.
	2.5.2 Scope and purpose of a Self-Report: An Entity is encouraged to Self-Report a Possible Violation as soon as it becomes aware of: (i) a Possible Violation of a Reliability Standard, or (ii) a change in the nature or severity of a previous Confirme...
	2.5.3 Process: The process steps for submitting a Self-Report are as follows:
	2.5.4 Duration of process: The Self-Report process normally concludes within ninety (90) days from the time the Entity first provides Self-Reporting Information, but may take longer if a Possible Violation is identified.

	2.6 Periodic Data Submittals
	2.6.1 Applicability: Periodic Data Submittals are required for all Entities with respect to applicable Reliability Standards.
	2.6.2 Scope and frequency of Periodic Data Submittals: The timing of Periodic Data Submittals is determined in accordance with the schedule: (i) stated in the Compliance Provisions accompanying the applicable Reliability Standard; (ii) in the Implemen...
	2.6.3 Process: The process steps for Periodic Data Submittals are as follows:
	2.6.4 Duration of process: The Periodic Data Submittal process normally concludes within ten (10) days from the time the Entity first provides the Information, but may take longer if a Possible Violation is identified.

	2.7 Remedial Action Directive
	2.7.1 The Commission may, in its sole discretion, issue a Remedial Action Directive pursuant to section 72 and section 73 of the UCA to protect the reliability of the Bulk Power System.
	2.7.2 A Remedial Action Directive may include, but is not limited to, any of the following: specifying operating or planning criteria, limits or limitations; requiring specific system studies; defining operating practices or guidelines; requiring conf...
	2.7.3 The Administrator may recommend the Commission issue a Remedial Action Directive to protect the reliability of the Bulk Power System from an imminent threat. As part of the recommendation, the Administrator will:
	1. Identify Possible, Alleged or Confirmed Violations of Reliability Standard(s) where appropriate;
	2. Include an analysis of the need for a Remedial Action Directive and the implications of not issuing a Remedial Action Directive;
	3. Include an analysis of the urgency, and in particular why the normal compliance monitoring processes and a Mitigation Plan are insufficient to address the Possible Violation, Alleged Violation or Confirmed Violation;
	4. Confirm that, prior to recommending a Remedial Action Directive, they have consulted the Reliability Coordinator on behalf of the Entity, to ensure that a Remedial Action Directive, if directed, would not be in conflict with directives issued by th...
	5. Recommend a deadline for compliance with Reliability Standard(s);
	6. Include an analysis of whether a Remedial Action Directive obviates the need for a Mitigation Plan; and
	7. Provide a draft of the Remedial Action Directive to the Commission with a copy to the Entity.

	If the Entity opposes the RAD, the Commission will hold an expedited hearing.
	2.7.4 Following the issuance of a Remedial Action Directive by the Commission, the Administrator shall complete the assessment of the Entity’s compliance with the Remedial Action Directive. The Administrator shall maintain a record for each Remedial A...
	If, based on facts and circumstances, the Administrator observes that an Entity is not complying with a Remedial Action Directive or is not in compliance with the applicable Reliability Standard(s) following completion of the Remedial Action Directive...
	Such notice shall:
	i. Identify the possible deviation from the Remedial Action Directive or Reliability Standard(s); and
	ii. Include an analysis of the implications of non-compliance with the Remedial Action Directive or Reliability Standard(s).

	2.8 Complaints
	2.8.1 Applicability: All Entities are subject to the Complaints process for applicable Reliability Standards.
	2.8.2 Scope and purpose of Complaints process: The Commission will review Complaints alleging violations of a Reliability Standard.
	2.8.3 Process: The process steps for the Complaints process are as follows:
	2.8.4 Duration of process: The Complaints process normally concludes within sixty (60) days from the time a Complaint is submitted to the Commission, but may take longer if Compliance Violation Investigation appears warranted.
	2.8.5 Confidentiality: Complaints are treated as confidential.

	2.9 Reserve Sharing

	3.0 ANNUAL IMPLEMENTATION PLAN AND AUDIT SCHEDULE
	3.1 Implementation Plan
	3.1.1 Submittal Date: By November 1 of each year, the Administrator will propose an Implementation Plan for the following calendar year for Commission approval.
	3.1.2 Scope and purpose of Implementation Plan: The Implementation Plan will:
	3.1.3 Publication: Once approved by the Commission, the Implementation Plan will be available electronically and posted on the Administrator’s website, with appropriate links from the Commission’s website. Entities will be notified electronically that...


	4.0 VIOLATION REVIEW PROCESS
	4.1 Initial review
	4.1.1 If the Administrator considers that there is no evidence to substantiate a Possible Violation, no further process applies and the Administrator will notify the Entity and the Commission that the Possible Violation is dismissed and no further act...
	4.1.2 If the Administrator identifies a Possible Violation as one that may be processed under the BC Find, Fix, Track (FFT) Process, the Administrator will follow the BC FFT Process described in section 4.2.
	4.1.3 If the Administrator identifies a Possible Violation as one that may not be processed under the BC FFT Process, the Administrator will follow the Alleged Violation Process in section 4.3.
	4.1.4 If a Possible Violation has been identified and considered under one monitoring process, the Administrator will not review the same occurrence if it is subsequently identified as a Possible Violation under another monitoring process unless it ap...

	4.2 BC Find, Fix, Track Process (FFT or FFT Process)
	4.2.1 The Administrator will perform an FFT review on a Possible Violation before considering following the Alleged Violation process.
	4.2.2 Unless the Commission orders that other factors are to be considered, the Administrator will consider the following in performing an FFT review:
	4.2.3 The Administrator will notify the Commission and the Entity in writing that it will follow the BC FFT Process. If, within thirty (30) days after that notice is sent, either: (a) the Commission directs the Administrator to proceed under any other...
	4.2.4 Unless the Commission orders otherwise, Possible Violations that are processed under the BC FFT Process will not be processed as Alleged Violations and will not become Confirmed Violations. A Possible Violation resolved through the BC FFT Proces...
	4.2.5 Mitigation information is an important consideration of whether a Possible Violation is considered for the BC FFT process. Nonetheless, if a Possible Violation included in the BC FFT Process has not yet been mitigated, the Entity must submit a M...
	4.2.6 In order for a Possible Violation to be considered as resolved through the BC FFT Process, an Entity must provide an Attestation acceptable to the Administrator describing the remediation work completed.
	4.2.7 The Commission will consider a Possible Violation matter closed when the Administrator reports it to the Commission as a Remediated FFT Issue, unless the Commission provides notice to the Administrator and the Entity at any time that further rev...
	4.2.8 The Administrator will report items processed as FFTs to the Commission within thirty (30) days of notifying an Entity of an FFT.
	4.2.9 If at any point it appears to the Commission that Remediated FFT Issue status was achieved on the basis of a material misrepresentation of facts, the Commission may direct the Administrator to reprocess the matter as an Alleged Violation. The du...
	4.2.10 The Commission may publish status reports including the name of Entities with Possible Violations in the BC FFT Process or Remediated FFT Issues and details of the nature of the Possible Violations and Remediated FFT Issues, unless disclosure r...
	4.2.11 If the Administrator identifies a Possible Violation as not one that the Administrator would approach as an FFT under the BC FFT process, the Alleged Violation process described in section 4.3 would proceed.

	4.3 Alleged Violation Process
	4.3.1 Recipients of Notice: A Notice of Alleged Violation required by a compliance monitoring process outlined in section 2.0 will be provided electronically to the Entity’s Compliance Contact, with a copy to the Commission. A Notice of Alleged Violat...
	4.3.2 Scope and Purpose of Notice: A Notice of Alleged Violation (NOAV) must contain, at a minimum:

	4.4 Entity Response
	4.4.1 Time for response: The Entity has thirty (30) days to respond to a Notice of Alleged Violation. Responses are to be submitted to the Administrator. If the Entity fails to respond within thirty (30) days, the Commission may consider the Alleged V...
	4.4.2 Entity options for response: The Entity has three options in responding to a Notice of Alleged Violation:
	4.4.3 If the Entity elects Option 1, the Commission will issue an order confirming the Alleged Violation(s) and follow the penalty process approved by the Commission for determination regarding the proposed penalty amount.
	4.4.4 If the Entity elects Option 2, the Commission will review the explanation of the Entity’s position regarding the proposed penalty amount and issue an order confirming the Alleged Violations(s) and make a determination regarding the proposed pena...
	4.4.5 If the Entity elects Option 3, the Administrator will review the explanation of the Entity’s position, and
	4.4.6 The Entity has thirty (30) days to respond to the Revised Notice of Alleged Violation. Responses are to be submitted to the Commission and the Administrator. If the Entity fails to respond within thirty (30) days, the Commission may consider the...


	5.0 MITIGATION PLANS
	5.1 Requirement for submittal of Mitigation Plans
	5.1.1 Confirmed Violation: An Entity found to be in Confirmed Violation of a Reliability Standard must prepare: (i) a Mitigation Plan to correct the Confirmed Violation, or (ii) a description of how the Confirmed Violation has been mitigated.
	5.1.2 Possible or Alleged Violation: An Entity may elect to prepare a Mitigation Plan for a Possible Violation or while contesting an Alleged Violation. Mitigation Information is an important consideration of whether a Possible Violation is considered...
	5.1.3 Upon recommendation by the Administrator, the Commission may accept a Mitigation Plan for a Possible, Alleged or Confirmed Violation.

	5.2 Contents of Mitigation Plans
	5.2.1 A Mitigation Plan must include the following Information:
	5.2.2 The Mitigation Plan must be signed by an authorized representative of the Entity.

	5.3 Time for filing of Mitigation Plans
	5.3.1 Possible or Alleged Violation: A Mitigation Plan with respect to a Possible or Alleged Violation may be submitted at any time and must be submitted within thirty (30) days after the Administrator notifies the Entity that it will follow the BC FF...
	5.3.2 Confirmed Violation: A Mitigation Plan in respect to a Confirmed Violation must be submitted by the Entity within ten (10) days following confirmation by the Commission.

	5.4 Time for completion of Mitigation Plans
	5.5 Revised Mitigation Plans
	5.6 Subsequent Alleged Violations of similar nature
	5.6.1 Subsequent Alleged Violations of a similar nature to the subject matter of an accepted Mitigation Plan arising during the period of time the accepted Mitigation Plan is being implemented will be recorded and reported to the Commission by the Adm...
	5.6.2 Subsequent Alleged Violations of a similar nature to the initial Alleged Violation may not be held in abeyance if: (i) the Entity has not yet submitted a Mitigation Plan, or (ii) the Entity has submitted a Mitigation Plan but it is rejected by t...

	5.7 Process for receiving Mitigation Plans
	5.7.1 Mitigation Plans are submitted by the Entity to the Administrator.
	5.7.2 The Administrator will complete its review of the Mitigation Plan, and will advise the Entity whether it agrees or disagrees with the Mitigation Plan, within thirty (30) days of receipt. If the Administrator disagrees with the Mitigation Plan, d...
	5.7.3 If the Administrator agrees with the Mitigation Plan, it will promptly forward the Mitigation Plan to the Commission, accompanied by a recommendation of acceptance.
	5.7.4 If the Administrator disagrees with the Mitigation Plan, the Entity can, at its option, either: (i) apply to the Commission for acceptance of its Mitigation Plan, or (ii) submit a new version of the Mitigation Plan to the Administrator. The Admi...
	5.7.5 If the Administrator disagrees with the Entity’s new version of the Mitigation Plan, the Entity can, at its option, either: (i) apply to the Commission for acceptance of its Mitigation Plan, or (ii) submit further changes to its Mitigation Plan ...
	5.7.6 If the Administrator still disagrees with the Mitigation Plan, the Entity must promptly apply to the Commission for acceptance of its Mitigation Plan. The Administrator will advise the Commission of its reasons for disagreeing with the Mitigatio...
	5.7.7 Following receipt of the application for acceptance of the Mitigation Plan and the Administrator’s reasons for disagreeing with the Mitigation Plan, the Commission will hold a Hearing.

	5.8 Completion/Confirmation of Implementation of Mitigation Plans
	5.8.1 The Entity must provide updates at least every ninety (90) days to the Administrator on the progress of the Mitigation Plan. The Administrator will track the Mitigation Plan to completion and may conduct on-site visits and review status during a...
	5.8.2 Upon completing implementation of the Mitigation Plan, the Entity must provide Attestation to the Administrator that all required actions described in the Mitigation Plan have been completed and must include Information sufficient to verify comp...
	5.8.3 The Commission or the Administrator may conduct Spot Checks or Compliance Audits in accordance with section 2.0 to verify that all required actions in the Mitigation Plan have been completed.
	5.8.4 If the Administrator agrees with the Attestation, it will promptly forward a recommendation of acceptance of Attestation of Mitigation Plan Completion to the Commission.
	5.8.5 In the event all required actions in the Mitigation Plan are not completed within the applicable deadline, the Administrator will report to the Commission any additional Alleged Violation(s) of the Reliability Standard that was the subject of th...
	5.8.6 If, at any point, the Administrator observes that a Mitigation Plan accepted by the Commission is no longer sufficient to bring the Entity into compliance with the Possible, Alleged or Confirmed Violation in question within the time period indic...
	5.8.7 The Entity and the Administrator have 180 days from the Entity’s submission of Attestation described in section 5.8.2 to the recommendation of acceptance of the Attestation of Mitigation Plan completion. The Commission may consider an extension ...

	5.9 Recordkeeping
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